
ENGINEERING RELEASE NOTES

S3510MA-FLF-38
Firmware Version 1.5.1.18
INTRODUCTION:
ES3510MA-FLF-38 supports 8 10/100 Base-T ports with 2 Gigabit combo ports, which are comprised of an RJ45 and a SFP.* 10/100/1000 CU built-in associated Mini-GBIC slots
Using IP Clustering for stacking which is a method of grouping switches regardless of geographical location in order to enable centralized management access to the switches through a single management point. This technology provides some of the benefits of stackable switches without requiring direct stacking or connections between switch units. It also allows different kinds of switches to be grouped together, as long as they have the embedded clustering software.

It offers advanced administration through a user-friendly browser interface. QoS and VLAN Supports allows greater scalability and Supports for business-critical applications. Port can be trunked to create a high bandwidth pipe to the network.

It also has comprehensive network management functions, such as Spanning Tree protocol for standard bridging, SNMP, RMON and security features.
	It is recommended that one thoroughly review this release notes prior to the installation or upgrade of this product.


Firmware Specification:
Loader:
	Status
	Version No.
	Type
	Release Date

	Current Version
	1.0.6.2
	format release
	2015/01/20

	Current Version
	1.0.6.1
	format release
	2014/07/08

	Previous Version
	1.0.6.0
	For NTC test
	2014/06/04

	Current Version
	1.0.4.0
	format release
	2014/02/19

	Previous Version
	1.0.0.5
	format release
	2012/05/25

	Previous Version
	1.0.0.4
	format release
	2012/01/31

	Previous Version
	1.0.0.3
	format release
	2011/11/21

	Previous Version
	1.0.0.2
	format release
	2011/06/22


Runtime:
	Status
	Version No.
	Type
	Release Date

	Phase 5

	Patch Version
	1.5.1.18
	Patch version
	2015/12/18

	Patch Version
	1.5.1.13
	Patch version
	2015/09/8

	Patch Version
	1.5.1.11
	Patch version
	2015/06/30

	Test Version
	1.5.1.8
	For test
	2015/04/10

	Patch Version
	1.5.1.7
	Patch version
	2015/03/02

	Test Version
	1.5.1.6
	For test
	2014/12/23

	Test Version
	1.5.1.5
	For test
	2014/12/11

	Test Version
	1.5.1.4
	For test
	2014/11/14

	Test Version
	1.5.1.3
	For NTC test
	2014/10/31

	Test Version
	1.5.1.2
	For NTC test
	2014/09/24

	Current Version
	1.5.0.0
	Formal release
	2014/07/16

	Test Version
	1.4.9.2
	For NTC test
	2014/07/09

	Test Version
	1.4.9.1
	For NTC test
	2014/06/24

	Test Version
	1.4.9.0
	For NTC test
	2014/06/04

	Phase 4

	Current Version
	1.4.2.7
	Patch version
	2014/05/30

	Current Version
	1.4.2.6
	Patch version
	2014/04/01

	Current Version
	1.4.2.5
	Patch version
	2014/03/24

	Current Version
	1.4.2.4
	Patch version
	2014/03/11

	Current Version
	1.4.2.2
	Patch for ROMSAT
	2014/02/12

	Current Version
	1.4.2.1_sd
	Patch for ROMSAT
	2014/01/24

	Current Version
	1.4.2.1
	Formal release
	2014/01/23

	Previous Version
	1.4.2.0
	For NTC test
	2014/01/10

	Test Version
	1.4.0.1
	For NTC test
	2013/11/25

	Previous Version
	1.4.0.0
	For NTC test
	2013/10/04

	Phase 3

	Test Version
	1.3.9.3
	For NTC test
	2013/09/30

	Test Version
	1.3.9.2
	For NTC test
	2013/09/17

	Test Version
	1.3.9.0
	For NTC test
	2013/08/16

	Patch Version
	1.3.8.3
	Formal release
	2013/07/29

	Patch Version
	1.3.8.2
	Formal release
	2013/07/04

	Test Version
	1.3.8.1
	For NTC testing
	2013/06/17

	Test Version
	1.3.8.0
	For testing
	2013/05/16

	Patch Version
	1.3.7.2
	Formal release
	2013/01/23

	Previous Version
	1.3.7.0
	Formal release
	2012/11/26

	Patch Version
	1.3.6.5
	Patch version
	2012/08/22

	Patch Version
	1.3.6.3
	Patch version
	2012/08/01

	Patch Version
	1.3.6.2
	Patch version
	2012/07/25

	Previous Version
	1.3.6.0
	Formal release
	2012/06/14

	Previous Version
	1.3.5.0
	For NTC test
	2012/05/25

	Patch Version
	1.3.4.5
	Patch version for BID 3
	2012/01/20

	Patch Version
	1.3.4.4
	Patch version
	2011/11/28

	Previous Version
	1.3.4.3
	Formal release
	2011/11/18

	Previous Version
	1.3.4.2
	Formal release
	2011/10/21

	Previous Version
	1.3.4.0
	Formal release
	2011/10/14

	Previous Version
	1.3.2.4
	For NTC test
	2011/10/11

	Previous Version
	1.3.2.2
	For NTC test
	2011/09/16

	Previous Version
	1.3.2.1
	For Vee Time
	2011/07/22

	Previous Version
	1.3.2.0
	Support ECS3550-10PD
	2011/06/23

	Previous Version
	1.3.0.8
	Patch version
	2011/06/23

	Previous Version
	1.3.0.7
	Patch version
	2011/05/20

	Previous Version
	1.3.0.6
	Patch version
	2011/05/12

	Previous Version
	1.3.0.3
	Formal test
	2011/04/27

	Previous Version
	1.3.0.1
	NTC test
	2011/03/10

	Phase 2.5

	Current Version
	1.2.4.7
	For Vee Time
	2011/01/10

	Previous Version
	1.2.4.2
	Formal release
	2010/12/08

	Previous Version
	1.2.4.1
	NTC release
	2010/12/01

	Previous Version
	1.2.4.0
	NTC test
	2010/11/16

	Previous Version
	1.2.2.0
	NTC test
	2010/08/26

	Previous Version
	1.2.1.1
	NTC test
	2010/08/16

	Previous Version
	1.2.0.1
	Apply IPv6 ready logo
	2010/06/11

	Previous Version
	1.2.0.0
	For demo
	2010/06/04

	Phase 2

	Current Version
	1.1.4.9
	Formal release
	2010/11/01

	Previous Version
	1.1.4.6
	For BigAir
	2010/07/27

	Previous Version
	1.1.4.5
	For Vimcom
	2010/06/22

	Previous Version
	1.1.4.4
	For Vimcom
	2010/06/03

	Previous Version
	1.1.4.3
	Formal release
	2010/04/20

	Previous Version
	1.1.4.2
	NTC test
	2010/04/20

	Previous Version
	1.1.4.0
	NTC test
	2010/04/13

	Previous Version
	1.1.3.x
	Engineer test
	2010/3

	Phase 1

	MP Version
	1.1.2.0
	Formal release
	2010/01/19

	Previous Version
	1.1.0.4
	NTC test
	2009/01/16

	Previous Version
	1.1.0.0
	NTC test
	2008/12/24

	
	
	
	


HARDware compatibility:
ES3510MA-FLF-38
ES3510MA-DC-FLF-EC

ES3510MA-PD-FLF-EC (ECS3550-10PD)
ECS3510-10PD

ES3510MAv2-0514-EC  

(must use loader V1.0.6.1 and phase 5 runtime and above)
ES3510MAv2-DC-0514-EC 
(must use loader V1.0.6.1 and phase 5 runtime and above)

Note: Only ECS3550-10PD must use es3510ma_ld_V1.0.0.2.bix (or above) and ECS3510-10PD must use es3510ma_ld_V1.0.0.4.bix (or above), the other models are not necessary to use this version.
	Known Issue

	Image older than V1.4.0.0 may not upgrade to new runtime, if new runtime size is large than current runtime over 1MB.  If your runtime has this issue, please use 1.4.2.1_sd version .


BootPROM compatibility:
ALL
Network Management Software Support:
If you install this image, you may not have control of all of the latest features of this product until the next version(s) of network management software. Please review the software release notes for your specific network management platform for details.

SUPPORTED FUNCTIONALITY:
	Accton Product Feature List
	ES3510MA-FLF-38

	Product Configuration
	8FE + 2 ComboG

	Switch ASIC
	Marvell 98DX1005

	PHY
	Marvell
88E3083 + 88E1322

	Flash Memory
	16MB

	SDRAM
	128MB

	CPU
	98DX1005 embedded CPU

	L2 MAC Table
	8K

	PoE
	No

	Standalone/Stackable
	Standalone

	Layer 2 Features
	　
	　

	Link Aggregation 
	802.3ad with LACP
	YES  
1) Total 12 Trunks (including Cisco EtherChannel Like trunks 
2) 2~8 port/trunk FE 
3) 2 port/trunk GE

	
	Cisco EtherChannel Liked
	YES  
1) Total 12 Trunks (including Cisco EtherChannel Like trunks 
2) 2~8 port/trunk FE 
3) 2 port/trunk GE

	
	Unicast / Multicast traffic Balance over Trunking port 
	YES
1) Unicast : MAC SA/DA

	VLAN
	IEEE 802.1Q Tagged Based
	YES

	
	Port-Based
	YES (256 VLANs)

	
	MAC-Based
	YES

	
	IP-Based
	YES

	
	Private VLAN
	YES 
(Traffic Segmentation per port/VLAN by chip)


	
	GVRP
	YES

	
	802.1v Protocol
	YES

	
	IPv6 VLANs
	YES

	
	voice VLAN
	YES

	
	4K (4092) VLANs
	YES (Phase 2)

	
	VLAN Trunking
	YES

	Spanning Tree
	IEEE 802.1D
	YES

	
	IEEE 802.1s
	YES (16 instances) 

	
	IEEE 802.1w
	YES

	
	Spanning Tree Fast Forwarding
	YES

	
	Loopback Detection
	YES (can select port disable in phase 2)

	
	Auto Edge Port
	YES

	
	BPDU Filter/Guard
	YES

	
	Root Guard
	YES

	Broadcast/Multicast/UnknownUnicast Storm Control
	YES

	IGMP Snooping
	IGMP Snooping v1/v2
	YES

	
	IGMP v1/v2 querier support
	YES

	
	IGMP Immediate Leave
	YES

	
	IGMP Filtering/Throttling
	YES

	
	IGMP SNP Leave Proxy
	YES

	
	IGMP v1/v2/v3 Proxy
	YES

	
	IGMPV3 Snooping
	NO

	MVR
	YES 
(groups - admin: 1024, active: 255 in phase 2)

	Jumbo Frame
	10K

	QinQ
	YES

	select QinQ
	YES (Phase 2)

	EAPS
	　
	NO 

	Auto MDI/MDIX
	Auto

	Types of GBIC and SFP support (LX, SX, LH, FX)
	YES

	G.8032 (ERPS)
	　
	YES (add in phase 2.5)

	Y.1731
	　
	YES (add in phase 2.5)

	802.1ag (CFM)
	　
	YES (add in phase 2.5)

	802.3ah (OAM)
	Customer Premises Equipment (CPE)
	YES (add in phase 2.5)

	QoS  Features
	　
	　

	Number of priority queues
	4 queues/port

	Scheduling for priority queues
	WRR Priority scheduling
	YES (Shaped Deficit WRR)

	
	Strict Priority scheduling 
	YES

	
	Hybrid
	YES (Shaped Deficit WRR + Strict)

	COS
	802.1p based COS 
	YES (per system)

	
	IP TOS Precedence based COS
	NO

	
	IP DSCP based COS 
	DSCP Only (per system)

	
	TCP/UDP Port based COS
	YES (no command)

	Rate Limiting
	Ingress
	YES
1) Per Port-based
2) FE: 
- 64Kbps ~ 100Mbps
- Resolution 64Kbpls
3) GE: 
- 64Kbps ~ 1000Mbps
- Resolution 64Kbps

	
	Egress 
	YES
1) Per Port-based
2) FE: 
- 64Kbps ~ 100Mbps
- Resolution 64Kbpls
3) GE: 
- 64Kbps ~ 1000Mbps
- Resolution 64Kbps

	DiffServ
	YES

	Security Features
	　

	Static Port Security (MAC-based)
	YES

	Dynamic Port Security (MAC-based)
	YES

	MAC Limitation per port
	YES

	802.1x 
(authenticator)
	Port-Based
	YES

	
	MAC-Based
	YES

	
	VLAN Assignment
	YES

	
	QoS Assignment  (w/o ACL profile)
	YES

	
	QoS assignment w/ ACL profile
	YES

	
	Guest VLAN
	YES

	
	Supplicant Support
	YES

	
	EAPOL frames pass-through
	YES

	MAC Authentication
	YES

	WEB Authentication
	YES

	ACL
	Number of rules
	512
(extended mode 256 rules)

	
	L2/L3/L4
	YES
1) L2 SA/DA MAC, VLAN based
2) L3 IP SA/DA, subnet based
3) L4 TCP/UDP port
4) IPv6 

	
	Time-Based (Time Range)
	YES

	RADIUS authentication
	YES

	RADIUS  authorization and accounting
	YES

	TACACS+ Authentication 
	YES

	TACACS+ authorizaion and accounting
	YES

	TACACS+ 3.0
	YES

	HTTPS and SSL (Secured Web)
	YES

	SSH 1.5/V2.0 (Secured Telnet session) 
	YES

	User name password 
authentication
	Local Authentication
	YES

	
	Remote Authentication 
via  RADIUS/TACACS+
	YES

	Management Interface
 Access Filtering  
	SNMP
	YES

	
	WEB
	YES

	
	TELNET
	YES

	Intrusion Lock (Link Detection)
	YES

	MAC filter
	YES

	Traffic Segmentation
	YES (support multiple session in phase2)

	PPPoE Intermediate Agent
	Yes (add in phase 3)

	Management Features
	　

	    Cisco Like CLI
	YES

	CLI filtering and terminal setting
	NO (will add in future)

	Web Based Management
	YES

	Telnet
	Client
	YES 

	
	Server
	YES (original is 4, support 8 in phase 2)

	Software Download/Upgrade
	TFTP
	YES (single image)

	
	Xmodem / Ymodem
	YES  (Runtime, Loader)

	
	Diag support TFTP download
	NO

	
	FTP
	YES (add in phase 3)

	
	HTTP
	YES (single image)

	Dual Image 
	NO (hardware limit)

	Configuration Download/Upload
	TFTP
	YES (Multiple Copies)

	
	HTTP
	YES (Multiple Copies)

	Auto upgrade
	TFTP
	YES

	Auto upgrade
	FTP
	YES (add in phase 3)

	SNMP
	v1
	YES

	
	v2c
	YES

	
	v3
	YES

	RMON
	RMON I (1,2,3,9 group)
	YES

	
	RMON 2
	YES

	MIB I/II
	RFC 1213
	YES

	BOOTP
	Client
	YES

	
	Relay
	NO

	DHCP
	Client
	YES

	
	Relay
	NO

	
	Snooping
	YES

	
	Snooping Option 82
	YES

	
	Dynamic Provision (via Option 66,67)
	YES

	
	Option 82
	YES

	
	Relay option 82
	YES (add in phase 2.5)

	
	Server
	No

	IP Source Guard
	YES
(user can config max. binding entry in phase 2)

	Port Mirroring
	YES

	Remote Port Mirroring
	　
	YES

	Event/Error Logging
	Syslog (Local Flash)
	YES
1) 512 entries
2) 256Kbyte Flash

	
	Remotelog (RFC3164)
	YES
1) Cisco-like
2) Support up to 5 Servers

	
	SMTP (E-mail Notification)
	YES

	DNS
	Client
	YES

	
	Proxy
	YES

	Remote Ping
	YES

	SNTP
	YES

	NTP
	　
	Yes (add in phase 3)

	IP Clustering
	YES (36 members)

	LLDP(802.1ab)
	Link Layer Discovery Protocol
	YES

	
	LLDP-MED
	YES (add in phase 3)

	
	IEEE 802.3at
	NO

	UPnP
	NO 

	Banner
	YES

	MAC Flush
	YES

	sFlow
	NO (chip limitation)

	Dynamic ARP inspection (DAI)
	YES

	VLAN mirror
	YES

	MAC Based mirror
	YES

	ATC
	YES

	Delay reload
	YES

	CLI “show debug”
	NO (will add in future)

	CLI “show tech”
	YES

	CLI “show interfaces brief”
	YES (support in phase 2)

	Cable Diagnostics / TDR
	YES

	Port Utilization (kbits/sec, Pkts/sec, % Util in recent 300secs)
	YES

	IPv6 Management (Telnet Server/ICMP v6)
	YES

	Green Ethernet
	YES (combo GE port only)

	multiple management ip support
	YES (phase 2 V1.1.4.6 and Phase 2.5 )

	PoE 
	NO

	Monitor Environment
	Power Status
	NO

	IPv6 Features 
	　

	IPv4/IPv6 Dual Protocol Stack
	　
	YES

	IPv6 Address Types
	Unicast
	YES

	
	Multicast
	This is only used internally. Not configurable.

	ICMPv6
	　
	YES

	ICMPv6 Redirect (Host)
	　
	YES

	IPv6 Path MTU Discovery
	　
	YES

	IPv6 Neighbor Discovery
	Router Discovery
	YES

	
	Duplicate Address Detection
	YES

	
	Static Cache Entry
	NO

	
	Parameter Discovery
	YES

	
	Prefix Discovery
	YES

	
	Address Resolution
	YES

	
	Unreachable Neighbor Detection
	YES

	
	Redirect (Host)
	YES

	Stateless Autoconfiguration
	　
	YES

	Manual Configuration
	　
	YES

	Generic Prefix
	NO

	SNMP over IPv6
	　
	YES

	HTTP over IPv6
	　
	YES

	SSH over IPv6
	　
	YES

	IPv6 Telnet Support
	　
	YES

	IPv6 DNS Resolver
	　
	YES

	IPv6 RADIUS+ Support
	　
	NO

	IPv6 TACACS+ Support
	　
	NO

	IPv6 Syslog Support
	　
	YES

	IPv6 SNTP Support
	　
	YES

	IPv6 SMTP Support
	　
	NO

	IPv6 TFTP Support
	　
	YES (CLI not support)

	Remote IPv6 Ping 
	　
	YES

	MVR6
	　
	YES

	MLD Snooping
	YES 

	DHCP6
	Client
	YES

	
	Relay
	NO

	
	Snooping (Option 37)
	YES 

	
	Server
	NO

	IPv6 QoS
	　

	IPv6 ACL
	Number of rules:
	　

	　
	L2/L3/L4
	YES 

	IPv6 DSCP remapping CoS
	 
	NO


Installation and Configuration Notes:
In general, the ES3510MA Switch will be shipped to you pre-configured with this version of firmware. If you would like to upgrade an existing ES3510MA Switch, please follow the TFTP download instructions that are included with your firmware image upgrade kit.
To download new firmware form a TFTP server, enter the IP address of the TFTP server, select “opcode” as the file type, then enter the source and destination file names. To start the new firmware, enter the “reload” command or reboot the system.

[image: image1]
CLI commands:
Console#copy tftp file
TFTP server IP address: 192.168.1.23
Choose file type:
1. config:  2. opcode:  : 2
Source file name: opcode.bix
Destination file name: opcode.bix
\Write to flash programming.

Programming flash started.

Success.
Console#reload
Firmware Changes and Enhancements:
The following Known Issues have been fixed in this release of firmware.
LOADER CODE modifications:
Loader V1.0.6.2

	ES3510MA-FLF-38-00895
	Loader: mac addr of DUT in uboot and runtime is different


Loader V1.0.6.1

	ES3510MA-FLF-38-00850
	Loader: tftp can not support new chip


Loader V1.0.6.0

	ECS3510-28T-00380
	Enhancement : change bootrom password

	ES3510MA-FLF-38-00798
	Enhancement: add BID for ES3510MVv2 and ES3510MAv2-DC

	ECS3510-28T-00416
	inject the packets when bootup will cause discard issue


Loader V1.0.4.0

	.ECS3510-28T-00253
	Loader: backdoor passwd doesn't be encrypted


Loader V1.0.0.5

	
	Disable all port when system boot up


Loader V1.0.0.4

	ES3510MA-FLF-38-00578
	Enhancement: add new BID 3 for ECS3510-10PD


Loader V1.0.0.3

	loader
	Enhancement: When dual firmware master is failed, boot from backup firmware (for ECS3550-10PD)


Loader V1.0.0.2

	ES3510MA-FLF-38-00475
	Add BID for ES3510MA-PD and revise  its name in web


Runtime CODE modifications:
Runtime V1.5.1.18

	ES3510MA-FLF-38-00923
	fail to set ARP ACL src/dst ip/mask via SNMP

	ES3510MA-FLF-38-00943
	STP didn't send BPDU when traffic-segmentation downlink include port1 

	ES3510MA-FLF-38-00958
	remove BID checking mechanism when CLI provision 


Runtime V1.5.1.13

	ES3528MV2-FLF-EC-00612
	IPSG binding table are not flushed when DHCPSNP binding update

	ES3528MV2-FLF-EC-00613
	Switch crash after configure port security

	ES3528MV2-FLF-EC-00614
	port security max-mac-count problem

	ECS3510-28T-00544
	DHCP relay option 82 (per port + per vlan mode)

	ES3510MA-FLF-38-00918
	GVRP not support 4K VLAN.

	ES3510MA-FLF-38-00920
	ES3510MA syslog enhancement

	ES3528MV2-FLF-EC-00616
	remove all VID from port interface

	ES3510MA-FLF-38-00924
	eap packet will be dropped when the first user authenticates successfully and the second user is authenticating.


Runtime V1.5.1.11
	ECS3510-28T-00543

	remove spanning tree MSTP mode then switch will hang in boot process

	ES3528MV2-FLF-EC-00610


	IPSG looses binding when receive next DHCP request packets

	ECS3510-28T-00536
	change qos mapping table from global to per port setting

	ES3510MA-FLF-38-00914
	auto upgrade version misidentification.

	ES3510MA-FLF-38-00916

	software checking port up/down, it will spend more time

	ECS4620-28T-00292
	IPv4AddressConfig: DUT may get crash when we send command "ip address dhcp" or "no ip address" with IP got from DHCP server.


Runtime V1.5.1.8
	ES3510MA-FLF-38-00896


	Enabled ip dhcp dynamic-provision by factory defaults

	ES3510MA-FLF-38-00897
	[ES3510MA] switch can't display IPSG mac mode static binding range include port10 in config file

	ECS3510-28T-00537

	IPSG max-binding set to 1 will drop the packets exist in binding entry

	ECS3510-28T-00541
	qos map phb-queue configure will not be save

	ES3510MA-FLF-38-00899


	traffic-segmentation didn't work when enable DAI function


Runtime V1.5.1.7
	ES3510MA-FLF-38-00891

	enable SSH server and generate key cause CPU rising periodically

	ES3510MA-FLF-38-00892

	IPSG binding table interface display didn't align

	ES3510MA-FLF-38-00893

	IPSG mac mode static binding display unit number 0 in config file

	ECS3510-28T-00528
	When enable  the dot1q-tunnel system-tunnel-control then vlan-trunking will function failure.

	ES3510MA-FLF-38-00894

	switch still could learn the mac-address when port security max-mac-count is 0

	ES3528MV2-FLF-EC-00609
	MVR function cause memory leakage


Runtime V1.5.1.6

	ECS3510-28T-00522


	New command : PPPoE intermediate-agent format-type vendor-id value(CLI only) 


Runtime V1.5.1.5

	ES3510MA-FLF-38-00786

	DAI works incorrectly with IPSG static binding

	ECS3510-28T-00523


	[Problem] "ip source-guard binding filter-source static" doesn't work properly.

	ES3510MA-FLF-38-00890

	no limit for DHCPSNP per port binding entry

	ES3528MV2-FLF-EC-00601


	Cluster:If cluster commander manage the member through web. DUT would be crash.


Runtime V1.5.1.4

	ES3510MA-FLF-38-00865


	ipv6 does not work with trunk port issue


Runtime V1.5.1.3

	ES3510MA-FLF-38-00822
	DUT will display error message in CLI and other ports receive the traffic when sending multicast traffic.

	ES3510MA-FLF-38-00853
	MVR: If DUT setting MVR. it would print backdoor message.

	ES3510MA-FLF-38-00860
	IPSG: IPSG max-binding and static-mac didn't set via MIB because MIB file didn't have these node.

	ES3510MA-FLF-38-00861
	IPSG: It display WEB_GROUP task in CLI when binding filter source set static via web

	ES3510MA-FLF-38-00862
	IPSG: It display incorrectly via WEB when setting IP address of static ACL binding.

	ES3510MA-FLF-38-00866
	. IPSG: On Web, select Binding Filter Source "All" or "Static" and click "Apply” button, DUT will occur crash.

	ES3510MA-FLF-38-00867
	IPSG: The IP address display on Static Binding List is incorrect.

	ES3510MA-FLF-38-00868
	IPSG: The static binding entry did not be deleted on Web.

	ES3510MA-FLF-38-00869
	IPSG: On Web, click the "Revert" button, the Static Binding List will add entries.

	ES3510MA-FLF-38-00870
	IPSG: The Static Binding List of MAC table is over to maximum set.

	ES3510MA-FLF-38-00872
	WEB:It didn't display any information for CPU utilization task via WEB.

	ES3510MA-FLF-38-00873
	CPUGuard: CPU guard shall be able to set via WEB

	ES3510MA-FLF-38-00876
	CPUGuard:It shall display log when enable CPU guard and disable CPU guard trap.

	ES3510MA-FLF-38-00877
	CPUGuard:DUT didn't save to keep high watermark setting after rebooting.

	ES3510MA-FLF-38-00879
	DHCPDynamicProvision: It happen WEB_GROUP task when executing DHCPDynamicProvision.

	ES3528MV2-FLF-EC-00593
	CLI:Did some config then put it over night, then DUT displayed exception and reboot continously.


Runtime V1.5.1.2
	ES3510MA-FLF-38-00837
	IPSG: The "Binding filter-source" did not support on Web and MIB.

	ES3510MA-FLF-38-00831
	WEB/Ping:DUT shall take some value automatically when packet size parameter didn't enter any value.

	ES3510MA-FLF-38-00771
	IPSG: Dynamic binding table can not display on Web.

	ES3510MA-FLF-38-00807
	DHCP Relay: On Web, TTL did not supported.

	ES3510MA-FLF-38-00819
	DHCP Client: On Web, DHCP Option 12 hostname did not be supported.

	ES3510MA-FLF-38-00825
	WEB:DUT shall support to display the information of CPU task by WEB.

	ES3510MA-FLF-38-00828
	WEB/MVR:It shall display the port is "source" in MVR member table by WEB when sorce port mode is dynamic

	ES3510MA-FLF-38-00715
	Enhancement: convert port type to media type for web UI

	ES3510MA-FLF-38-00858
	CPUGuard:It didn't set CPU guard parameters via CLI.

	ES3510MA-FLF-38-00859
	SNMPSET causes switch crash

	ES3510MA-FLF-38-00849
	[CoS] Qos mapping table (COS_DSCP, DSCP_DSCP, PHB_QUEUE) only support global configuration, not per-port.

	ES3510MA-FLF-38-00827
	MIB:DUT shall support to set and display MAC-learning for VLAN by MIB

	ES3510MA-FLF-38-00822
	DUT will display error message in CLI and other ports receive the traffic when sending multicast traffic

	ES3510MA-FLF-38-00790
	DHCP relay option 82 doesn't work

	ES3510MA-FLF-38-00853
	MVR: If DUT setting MVR. it would print backdoor message.

	ES3510MA-FLF-38-00857
	L2SW:Port 9 and 10 didn't detect media type automatically to link up.


Runtime V1.5.0.0

	ES3510MA-FLF-38-00847
	DHCPDynamicProvision:DUT wll hang up after booting configuration file.

	ES3510MA-FLF-38-00851
	Port: DUT Port10 couldn't recevice or forward packet in new board


Runtime V1.4.9.2

	ECS3510-28T-00469
	[Enhancement]CPU guard

	ECS3510-28T-00475
	Syslog: to support save logfile in TLV format.

	ECS3510-28T-00368
	QinQ: the switch dosen't change priority when set "sw priority default " on the access port

	ES3510MA-FLF-38-00839
	PortHistory: The packets of Discards did not be counted.

	ES3510MA-FLF-38-00830
	WEB/interface:the column of port list shall align with other columns, shall not overlap.

	ES3510MA-FLF-38-00829
	WEB/ATC:the column action of ATC shall align with other columns, shall not overlap.

	ES3510MA-FLF-38-00817
	Interface: The port list panel display is not align.

	ES3510MA-FLF-38-00805
	DHCP SNP: On Web, the "Lease Time (seconds)" in binding table position is incorrect.

	ES3510MA-FLF-38-00803
	DHCP SNP: On Web, the text box of "Circuit ID Value" display is incorrect.

	ES3510MA-FLF-38-00802
	DHCP SNP: On  Chrome v35.0.1916.114 m, the "DHCP Snooping Information Option Sub-option Format" display is incorrect.

	ES3510MA-FLF-38-00800
	DHCP Relay: The text box of the Server IP Address position is wrong.

	ES3510MA-FLF-38-00801
	DHCP Relay: The text box of the Server IP Address position is wrong.

	ES3510MA-FLF-38-00821
	LoaderPasswd:It shall display "Password is changed successfully." when DUT succeed to change loader password.

	ES3510MA-FLF-38-00838
	CLI/MVR:DUT didn't remove it when using no mvr type source/receiver.

	ES3510MA-FLF-38-00823
	MVR:The port shall not receive the traffic when the receiver port didn't register igmp group.

	ES3510MA-FLF-38-00824
	MVR:The port shall not receive the traffic when the receiver port didn't register igmp group.

	ES3510MA-FLF-38-00773
	IPSG: "Filter-table" & "MAC Table Max-binding" did not support on Web.

	ES3510MA-FLF-38-00836
	ARP: The "Configure General" did not display anything on Web.

	ES3510MA-FLF-38-00848
	NMTR: remove unavailable counters from UI

	ES3510MA-FLF-38-00812
	PortHistory: show the "history name" that did not exist, it will not appear any warning message.

	ES3510MA-FLF-38-00770
	"mvr group" command has been replaced by mvr profile, and should be removed


Runtime V1.4.9.1

	ES3528MV2-FLF-EC-00563
	[Enhancement] Customer requires a switch for dynamic provision.

	ECS3510-28T-00432
	[New command]  "switchport allowed vlan vlan-list"

	ECS3510-28T-00422
	Enhancement: Create a switch to separate the IPSG binding table form DHCP snooping binding table.

	ES3510MA-FLF-38-00799
	switch generate TC when discoonect the device from oper edge port

	ES3510MA-FLF-38-00787
	Enhancement: support new chip by new SDK

	ES3510MA-FLF-38-00809
	PortHistory: History Name input over 12 charasters, it did not display completely.

	ES3510MA-FLF-38-00810
	PortHistory: After click "delete" button, the entry did not deleted on Web.

	ES3510MA-FLF-38-00820
	Trunk:  The packets did not forward between Trunks.

	ES3510MA-FLF-38-00818
	Switch return incomplete info if snmpwalk 10.2.28.199 1.3.6.1.2.1.17.7.1.3.1.1.3.1 two times.


Runtime V1.4.9.0 

	ES3510MA-FLF-38-00792
	[Enhancement] add MAC address of TC sender to log

	ES3510MA-FLF-38-00798
	Enhancement: add BID for ES3510MVv2 and ES3510MAv2-DC

	ES3510MA-FLF-38-00769
	show ip dhcp snooping - correction to grammar in display output

	ES3510MA-FLF-38-00794
	[web freezed] to apply IPSG static entry via web, it causes web freeze and cpu 100%

	ES3510MA-FLF-38-00796
	upgrade loader in runtime would hang, when this function is enabled

	ES3510MA-FLF-38-00795
	Phenomenon:Switch CPU utlization 100% and web fails after OPENSSL vulnerability test.

	ES3510MA-FLF-38-00777
	Only one IP access-group or one MAC access-group can added on port

	ECS3510-28T-00418
	[enhacement] support DCHP Option 12

	ECS3510-28T-00417
	[enhancement] Support dhcp relay relay hops as like DLINK switch

	ECS3510-28T-00423
	[enhacement] Change MVR Source Port Mode Dynamic as default

	ECS3510-28T-00389
	[web enhancement] support switching pps and kbps

	ECS3510-28T-00424
	[enhancement] show snmp community string with * during provisioning when the user press P

	ECS3510-28T-00406
	Enhancement: MAC learning disable per VLAN

	ECS3510-28T-00429
	Enhancement: Add squashfs compress function for runtime image

	ECS3510-28T-00419
	[enhancement] WEB/SNMP staPortBpduGuard Status on Port

	ECS3510-28T-00427
	Enhancement: add history counter

	ECS3510-28T-00362
	ECS3510-28T network-access port-mac-filter works incorrectly with port security

	ES3528MV2-FLF-EC-00502
	VLAN: PVID can be set on VLAN which a port does not join; a new command can set VLAN membership directly without add/remove.


Runtime V1.4.2.7 

	ECS3510-28T-00369
	Create network-access port-mac-filter by SNMP

	ECS3510-28T-00412
	DHCP rely function have different behavior between ECS3510-28T and ES3528M

	ES3528MV2-FLF-EC-00499
	queue mode WRR is always shown on web interface

	ES3510MA-FLF-38-00766
	management interface sends dhcp request with wrong format for renew IP address

	ES3510MA-FLF-38-00776
	diffServPortPolicyMapIndex can be written well but while reading always returns value “0”

	ES3510MA-FLF-38-00779
	ES3510MA MVR by port SNMP bug

	ES3528MV2-FLF-EC-00497
	ES3528Mv2 MIB doesn't support "egress" ACL

	ES3510MA-FLF-38-00793
	Enhancement Per process cpu usage monitoring


Runtime V1.4.2.6 
	ES3510MA-FLF-38-00786
	DAI works incorrectly with IPSG static binding

	ES3510MA-FLF-38-00780
	Enhancement: CPU protection to prevent management loss by heavy traffic attack

	ES3510MA-FLF-38-00791
	Dhcp snooping will drop DHCP ack packet which fragment flag = 1

	ES3510MA-FLF-38-00785
	ES3510MA v1.4.2.1_sd IPv6 dhcp client can't obtian ip address after port move

	ES3510MA-FLF-38-00783
	switch forward solicit packet with check sum error


Runtime V1.4.2.5 
	ES3510MA-FLF-38-00782
	Disabling/Enabling ipv6 source guard on one port will affect other ports.

	ES3510MA-FLF-38-00789
	[MIB] Create a IP standard ACE and bind to ACL, the DUT will exception

	ES3528MV2-FLF-EC-00512
	[Enhancemnet] support clear log ram/flash on web


Runtime V1.4.2.4 

.
	ES3510MA-FLF-38-00790
	DHCP relay option 82 doesn't work

	ECS3510-28T-00358
	lost management because of injecting OSPF hello packet


Runtime V1.4.2.2 ; Loader V1.0.0.5

.
	ES3510MA-FLF-38-00781
	PPPoE IA forward PADR with vlan tag to client port , even vlan is untag member of client port


Runtime V1.4.2.1 ; Loader V1.0.0.5

.
	V1.4.2.1_sd
	Change diagnostic to reduce runtime size, so user can direct upgrade from version V1.3.5.0 and before

	ECS3510-28T-00387
	Enhancement: not reserve these data packet (MAC based mirror, IP Subnet based VLAN & MAC based VLAN) ACL, so user has more ACL can configure

	ECS3510-28T-00356
	Lost management because of injecting IGMP packet.

	ES3528MV2-FLF-EC-00513
	add timezone with the same command like ES3528MO


Runtime V1.4.2.0 ; Loader V1.0.0.5

.
	ES3510MA-FLF-38-00755
	We will lose the NTP authentication-key after rebooting if the key is too long.

	ES3510MA-FLF-38-00764
	switches can't ping each other by static trunk and LACP.

	ES3510MA-FLF-38-00775
	switch will auto reboot after plug-in/out 10G SFP

	ES3510MA-FLF-38-00634
	A switch does not work after receiving several DHCPSNP attack messages in the syslog

	ES3528MV2-FLF-EC-00417
	[enhancement] Vlan ACL


Runtime V1.4.0.1 ; Loader V1.0.0.5

.
	ECS3510-28T-00354
	IPSG redesign

	ES3528MV2-FLF-EC-00494
	No definition(trap 209 and 211)on mib file

	ES3510MA-FLF-38-00767
	snmpwalk diffServPortIngressIpAclIndex, it shows "18" interfaces

	ES3510MA-FLF-38-00758
	upgrading the latest firmware from 1.2.6.0 fail

	ES3510MA-FLF-38-00761
	Enable ipv6 nd ra guard cause incorrectly propagates IPv6 RAs

	ES3510MA-FLF-38-00715
	Enhancement: convert port type to media type for web UI

	ES3510MA-FLF-38-00760
	can't save host-key to flash via web

	ES3510MA-FLF-38-00680
	IPv6 Link-local : DUT could Not be set  FE80::/64

	ES3510MA-FLF-38-00707
	DHCP Snooping: CLI support "DHCP Snooping limit rate", but it did not support on Web.

	ES3510MA-FLF-38-00435
	Web:IE8 can't login the DUT web management interface by ipv6 address (Firefox is OK)

	ES3510MA-FLF-38-00763
	the key ID and authenticate code will be zero when switch send the ntp request

	ES3510MA-FLF-38-00530
	MgtIPFilter: Delete the management IP filter behavior is abnormal via the CLI.

	ES3510MA-FLF-38-00739
	Trunk Storm Control config in CLI is Not same as the information of WEB

	ES3510MA-FLF-38-00738
	Storm Control config in CLI config is Not same as the information of WEB

	ES3510MA-FLF-38-00737
	Storm Control : there are error message when config the value 1488100


Runtime V1.4.0.0 ; Loader V1.0.0.5

.
	ES3510MA-FLF-38-00757
	ECS3510-10PD upgrade have error message

	ES3510MA-FLF-38-00756
	ES3510MA WEB Port General  Banner miss issue

	ES3510MA-FLF-38-00744
	MVR:Use maximum length to be mvr profile name, when "show mvr profile" CLI will have not aligned status.

	ES3510MA-FLF-38-00745
	MVR6:Use maximum length to be mvr6 profile name, when "show mvr6 profile" CLI will have not aligned status.


Runtime V1.3.9.3 ; Loader V1.0.0.5

.
	ES3510MA-FLF-38-00453
	[Enhancement] Remove CLI command which show the dropped Mac address

	ES3510MA-FLF-38-00642
	Strange Log : Use  SNMP  Copy ftp file  Firmware  upgrade

	ES3510MA-FLF-38-00528
	SNMP: The maximum destination file name of opcode is 32 characters, but the SNMP can accept 127 characters.

	ES3510MA-FLF-38-00736
	Remove command : loopback detection port base and vlan base mode

	ES3510MA-FLF-38-00725
	DUT is DHCPv6 client, it can not get IP from Server.

	ES3510MA-FLF-38-00724
	DHCP: DUT is dhcp client, it can not get IP from Server.

	ES3510MA-FLF-38-00733
	LLDP - The device no "Port Name" parameters of remote device information.

	ES3510MA-FLF-38-00635
	Port security can't work well , when we enable DHCP snooping and port sercurity on combo port.


Runtime V1.3.9.2 ; Loader V1.0.0.5

.
	ES3510MA-FLF-38-00706
	DHCP Snooping: Dynamic binding entries per port only recored 5

	ES3510MA-FLF-38-00732
	STP - The "TC Propagate Stop" function not ready.

	ES3510MA-FLF-38-00718
	Enhancement: add MVR6 and synchronise CLI command with ECS3510-28T

	ES3510MA-FLF-38-00687
	ATC: Alarm-fire threshold and alarm-clear threshold can not be set to the same value at the same time, by WEB-UI.

	ES3510MA-FLF-38-00710
	[enhancement] support MLD snooping

	ES3510MA-FLF-38-00643
	untag dhcp packet wan't dropped by switchport acceptable-free-types tagged

	ES3510MA-FLF-38-00686
	ATC: When rate-control is applied by ATC, threshold of packet rate is incorrect.

	ES3510MA-FLF-38-00723
	DHCP SNP: DHCP SNP rate limit did not supported on MIB.

	ES3510MA-FLF-38-00669
	CoS:Default Priority was support setting in Trunk. and Trust mode was not support.

	ES3510MA-FLF-38-00734
	LLDP - The "SNMP Notification" parameters shall be enabled after default setting.

	ES3510MA-FLF-38-00727
	LBD - Loopback function does not work.

	ES3510MA-FLF-38-00719
	IPSG mac mode doesn't work correctly. (traffic wasn't blocked)

	ES3510MA-FLF-38-00722
	Port 9/10 TX has problem which is caused by L2MUX_MGR_SendMultiPacket

	ES3510MA-FLF-38-00720
	ATC: CLI command control-release should belong to execution mode

	ES3510MA-FLF-38-00721
	VLAN: configure max. VLAN ID to MSTP can not be saved

	ES3510MA-FLF-38-00709
	[enhancement] support  ND snooping

	ES3510MA-FLF-38-00717
	OAM: OAM remote loopback can not work well.

	ES3510MA-FLF-38-00646
	bug when switching off ip source-guard on some ports


Runtime V1.3.9.0 ; Loader V1.0.0.5

	ES3510MA-FLF-38-00713
	SNMP: OID warmBoot(2) & coldBoot(3) always show warm start

	ES3510MA-FLF-38-00714
	I did coldboot via SNMP , but switch shows me it was warm restart

	ES3510MA-FLF-38-00708
	[enhancement] support ACL counter

	ES3510MA-FLF-38-00628
	no permit for using cable-diagnostics on WEB

	ES3510MA-FLF-38-00636
	I have no permit for using cable-diagnostics test on Web.

	ES3510MA-FLF-38-00664
	VLAN - In Web page, the frame of PVID shows no consistency.

	ES3510MA-FLF-38-00704
	Web UI - The "Static VLAN Port Member List" table display incorrect.

	ES3510MA-FLF-38-00710
	[enhancement] support MLD snooping

	ES3510MA-FLF-38-00718
	Enhancement: add MVR6 and synchronise CLI command with ECS3510-28T

	ES3510MA-FLF-38-00715
	Enhancement: convert port type to media type for web UI


Runtime V1.3.8.3 ; Loader V1.0.0.5

	ES3510MA-FLF-38-00716
	ES3510MA: client cannot get ip address because of dhcp snp option 82


Runtime V1.3.8.2 ; Loader V1.0.0.5

	ES3510MA-FLF-38-00652
	Log Host Port in WEB GUI auto be assigned the invalid value "0"  at the first time  but can be assign "514" in CLI .

	ES3510MA-FLF-38-00639
	Syslog  error  Cause  DUT  exception  then  system  crash

	ES3510MA-FLF-38-00632
	[ES3528M] Management access

	ES3510MA-FLF-38-00702
	ES3510MA support mvr proxy-switching, but no "MVR Configure Global" web page

	ES3510MA-FLF-38-00670
	CoS:If enable strict mode in low priority. and Strict-Wrr mode was incorrect.

	ES3510MA-FLF-38-00640
	Setting   NLM  Cause  system  exception

	ES3510MA-FLF-38-00592
	PC with Win XP in MAC vlan and dhcp snooping doesn't receive IP address from DHCP server

	ES3510MA-FLF-38-00649
	WEB port panel:all ports are display link down even there's some ports connected the DUT

	ES3510MA-FLF-38-00697
	UI - The Port status display are incorrect.

	ES3510MA-FLF-38-00695
	front pannel display issue in web page

	ES3510MA-FLF-38-00669
	CoS:Default Priority was support setting in Trunk. and Trust mode was not support.

	ES3510MA-FLF-38-00650
	Even if Port#9 AND # 10 link with Copper ,the WEB GUI always show SFP link status

	ES3510MA-FLF-38-00665
	WEB : DAI Not support the ip allow-zeros option

	ES3510MA-FLF-38-00662
	MAC-BasedVLAN - MAC-Basic VLAN entry did not fully display on Web page.

	ES3510MA-FLF-38-00693
	(Enhancement) -- IP IGMP Query-drop vlan<VID>

	ES3510MA-FLF-38-00685
	IPv6 MTU : the size range 1280~65535 is not correct

	ES3510MA-FLF-38-00672
	IGMPSnooping:"clear ip igmp snooping group dynamic" can't clear dynamic group.

	ES3510MA-FLF-38-00655
	Cluster:Command "clear cluster candidate table" not work.

	ES3510MA-FLF-38-00698
	Web UI - "Select all item" can not work well when all items was be select.

	ES3510MA-FLF-38-00694
	MSTP instances can not be read by SNMP

	ES3510MA-FLF-38-00663
	MAC-BasedVLAN - When the VLAN does not exist, the MAC-baseVLAN able to created success.

	ES3510MA-FLF-38-00688
	DAI: DUT cannot save this filter setting to running configuration when we create two ACL rules.

	ES3510MA-FLF-38-00673
	Diffserv(web): If class map remove 1 choice item, all select item didn't disappear choice auto.

	ES3510MA-FLF-38-00668
	IP Source Guard:  Unselect all interface, the Check Box which select all interface still selected.

	ES3510MA-FLF-38-00689
	SYSLOG time format is incorrect.

	ES3510MA-FLF-38-00667
	CoS:Trust mode of CoS  was incorrect.

	ES3510MA-FLF-38-00651
	Log Host : Only setting the IP address of log host in WEB GUI can Not be kept after save and reboot.

	ES3510MA-FLF-38-00666
	CoS: 2  Queue items can be set vai web UI.

	ES3510MA-FLF-38-00664
	VLAN - In Web page, the frame of PVID shows no consistency.

	ES3510MA-FLF-38-00631
	Exception messages will appear if ES3528M telnet to another one, show running.

	ES3510MA-FLF-38-00654
	DHCP Snooping:When enable DHCP Snooping status, client can not get IP from Server.

	ES3510MA-FLF-38-00644
	IGMP snooping drop counter didn't increase after IGMP membership report dropped by IGMP filiter


Runtime V1.3.8.1 ; Loader V1.0.0.5

	ES3510MA-FLF-38-00630
	When telnet from commander to candidate,console will be hank for 15-20 minutes

	ES3510MA-FLF-38-00639
	Syslog  error  Cause  DUT  exception  then  system  crash

	ES3510MA-FLF-38-00629
	Telnet through the switch with wrong IP , the the VTY got freezed

	ES3510MA-FLF-38-00622
	switch received mutlicast packet came form vlan which disable IGMP Snooping. then shows multicast groups in that vlan

	ES3510MA-FLF-38-00514
	If we create a ACL by snmp, we can't bind this ACL to port by console and snmp.

	ES3510MA-FLF-38-00623
	We can't bind acl to port via snmp

	ES3510MA-FLF-38-00641
	[Enhancement]DHCPSNP ratelimit should be accurate to packet per secound

	ES3510MA-FLF-38-00632
	[ES3528M] Management access


Runtime V1.3.8.0 ; Loader V1.0.0.5

	ASF4512MP-FLF-EC-00429
	CLI command "Show interface transceiver" fails after the SFP has been inserted for more than 248 days

	
	Add filter for PVST packets

	
	IGMP RADIUS authentication

	ES3510MA-FLF-38-00638
	DHCP snooping option 82 checksum calculation problem (checusum error)

	ES3510MA-FLF-38-00635
	Port security can't work well , when we enable DHCP snooping and port sercurity on combo port.

	ES3510MA-FLF-38-00634
	A switch does not work after receiving several DHCPSNP attack messages in the syslog

	ES3510MA-FLF-38-00633
	SNMP(dot1dStpPortDesignatedPort) show wrong

	ES3510MA-FLF-38-00625
	After copy startup-config tftp procedure on flash appears cfg file, with size 15M

	ES3510MA-FLF-38-00626
	es3510ma_flf_38 & es3628bt_flf_zz use same mibtreeinit.c

	ES3510MA-FLF-38-00627
	privilege exec all level 0 test cable-diagnostics doesn't work on simba platform.

	ES3510MA-FLF-38-00621
	MVR MIB:It didn't set mvr vlan via snmp.


Runtime V1.3.7.2 ; Loader V1.0.0.5

	ES3510MA-FLF-38-00624
	"ip source-guard mode mac" enabled, but only support 5 dynamic IP Source-guard binding

	ES3510MA-FLF-38-00617
	[dhcp snooping] drop dhcp packet that packet length is less than 300 bytes

	ES3510MA-FLF-38-00619
	ip allow zeros doesn't save after reload

	ES3510MA-FLF-38-00582
	Enhancement: ip dhcp snooping limit rate as cisco


Runtime V1.3.7.0 ; Loader V1.0.0.5

	ES3510MA-FLF-38-00616
	Enhancement: Change DHCPSNP session from 5 to 8 per port

	ES3510MA-FLF-38-00615
	dhcpsnp trust port send untagged dhcp request/lease packet even if it's in trunk mode

	ES3510MA-FLF-38-00611
	Query won't be forwarded on "no mvr proxy mode"

	ES3510MA-FLF-38-00614
	After enable ip source-gurad on port, i can't bind service-policy to port

	ES3510MA-FLF-38-00610
	Enhancement: adding command “ip arp inspection validate dst-mac src-mac ip allow zeros” like in Cisco

	ES3510MA-FLF-38-00613
	update loader may cause file system crash

	ES3510MA-FLF-38-00612
	Enhancement: add to running configure

	ES3510MA-FLF-38-00609
	After config dhcp snooping for specific vlan, and then remove it, save config and reboot. CPU 100%

	ES3510MA-FLF-38-00608
	IPSG(ACL mode) works incorrectty.

	ES3510MA-FLF-38-00601
	SNMP: remove switchManagementVlan, because we can use netConfigTable to configure management VLAN & IP address

	ES3510MA-FLF-38-00583
	Enhancement: modify ACL to work with IP source guard

	ES3510MA-FLF-38-00602
	Press ctrl+l in telnet/ssh session causes software watchdog timeout and the device will reboot

	ES3510MA-FLF-38-00596
	SFP Port  Shutdown  need to TX disable


Runtime V1.3.6.5 ; Loader V1.0.0.5

	ES3510MA-FLF-38-00607
	IGMPSNP:add show mvr member and show ip igmp snoopoing group more option

	ES3510MA-FLF-38-00606
	switch drops packet which with UDP source port 0


Runtime V1.3.6.3 ; Loader V1.0.0.5

	
	MVR: group is not deleted after host leave 2 second.

	
	MVR: immediate-leave check source IP

	ES3510MA-FLF-38-00605
	switch hanging if inject packet to port with ipv6 and RA guard. enable


Runtime V1.3.6.2 ; Loader V1.0.0.5

	ES3510MA-FLF-38-00604
	Clinet can't obtain IP from DHCP server if dhcp option 82 is enabled.

	ES3510MA-FLF-38-00603
	command arg[1] is not null when command has no arg

	ES3510MA-FLF-38-00592
	PC with Win XP in MAC vlan and dhcp snooping doesn't receive IP address from DHCP server

	
	mvr proxy-query-interval can not save correct value to configure file


Runtime V1.3.6.0 ; Loader V1.0.0.5

	ES3510MA-FLF-38-00591
	Clock Timezone setting failed

	ES3510MA-FLF-38-00600
	SNMP: Use SNMP shutdown port may cause  exception

	ES3510MA-FLF-38-00598
	IP Source-guard ACL Mode do not set VLAN and Interface range

	ES3510MA-FLF-38-00597
	Can not set IP Source-guard on range of port

	ES3510MA-FLF-38-00599
	[DAI] Log interval should be configured when DAI is disabled

	ES3528MV2-FLF-EC-00244
	DHCP relay and snooping can't work at the same time


Runtime V1.3.5.0 ; Loader V1.0.0.5

	ES3510MA-FLF-38-00531
	L2Switch: The MAC address entry still exist when the aging time is expired.

	ES3510MA-FLF-38-00587
	command authorization

	ES3510MA-FLF-38-00594
	during start of the switch is possible to communicate between ports in different VLAN

	ES3510MA-FLF-38-00572
	Web: update web help pages

	ES3510MA-FLF-38-00595
	need to clear the command setting by snmp(alias)

	ES3510MA-FLF-38-00581
	Enhancement: IP-MAC binding is not limit on one port

	ES3510MA-FLF-38-00593
	igmp max group can not work with mvr

	ES3510MA-FLF-38-00562
	[ES3510MA_V1.3.4.3] Port description isn't shown in ifMIB in SNMP management.

	ES3510MA-FLF-38-00588
	mvr profile doesn't use index to delete

	ES3510MA-FLF-38-00538
	Voice vlan mode auto -> manaul then mac-address-table can't aging out

	ES3510MA-FLF-38-00586
	Bootp can't binding in the dhcp snooping binding table

	ES3510MA-FLF-38-00553
	WEB: Security > AAA > Authorization > Configure Server, the WEB page display blank when apply setting.

	ES3510MA-FLF-38-00569
	Syslog: Coding for memset on SYSLOG_MGR_AddFormatMsgEntry_Smtp

	ES3510MA-FLF-38-00520
	WEB: The IP page cannot be found when I quickly switch the action menu.

	ES3510MA-FLF-38-00585
	Diag: wsextlb 1000M test fail for combo port

	ES3510MA-FLF-38-00573
	show mvr - missing fields "MVR Proxy Switching, MVR Robustness Value"

	ES3510MA-FLF-38-00570
	correction to spelling/grammer - show power-source-check

	ES3510MA-FLF-38-00584
	[ES3510MA_V1.3.4.4] ES3510MA can not disable "mvr type source" by SNMP

	ES3510MA-FLF-38-00579
	Enhancement: reply ARP request from different subnet

	ES3510MA-FLF-38-00575
	Enhancement: Root change notification

	ES3510MA-FLF-38-00576
	WebUI : Web GUI connect and change IP address may crash system (side effect from ES4650F-SW-FLF-38-00064)

	ES3510MA-FLF-38-00580
	DHCP: CPU utilization is 100% which is occupied by DHCP task

	ES3510MA-FLF-38-00574
	Diag: wsextlb can not configure different speed to test

	ES3510MA-FLF-38-00568
	Syslog: Coding for memset on SYSLOG_MGR_AddFormatMsgEntry_Smtp

	ES3510MA-FLF-38-00541
	Security > DoS Protection - corrections to spelling/grammar

	ES3510MA-FLF-38-00563
	mvr won't reply report when recieved igmp max-resp time is 25s

	ES3510MA-FLF-38-00567
	Big increase of CPU utilization after using switchport ingress-filtering

	ES3510MA-FLF-38-00564
	[ES3510MA_V1.3.4.3] High CPU utilization after enabling switchport ingress-filtering function.

	ES3510MA-FLF-38-00549
	show dos-protection - correction to spelling/grammar

	ES3510MA-FLF-38-00547
	DoS Protection - corrections to spelling/grammar

	ES3510MA-FLF-38-00540
	IP > IPv6 > Show Statistics - correction to spelling

	ES3510MA-FLF-38-00546
	Security > Port Authentication (Configure Global) - correction to spelling/grammar

	ES3510MA-FLF-38-00545
	Traffic > DiffServ (Configure Policy - Add Rule) - correction to spelling/grammar

	ES3510MA-FLF-38-00543
	Security > Port Authentication - correction to spelling/grammar

	ES3510MA-FLF-38-00548
	show watchdog - correction to spelling/grammar

	ES3510MA-FLF-38-00561
	Add MVR proxy command

	ES3510MA-FLF-38-00560
	Show wrong information of spanning tree in show tech-support

	ES3510MA-FLF-38-00517
	L2SW: SFP port link status display abnormal.

	ES3510MA-FLF-38-00558
	TC BPDU will be sent if we plug on/off the PC on the edge port of the switch


Runtime V1.3.4.5 ; Loader V1.0.0.4
	ES3510MA-FLF-38-00578
	Enhancement: add new BID 3 for ECS3510-10PD


Runtime V1.3.4.4 ; Loader V1.0.0.3

	Merge from ES4650F-SW-FLF-38
	System may crash when http connect and change IP address


Runtime V1.3.4.3 ; Loader V1.0.0.3

	ES3510MA-FLF-38-00559
	ES3510MA http server isn't workable after switch bootup with "no ip http sercure-server"

	ES3510MA-FLF-38-00554
	Enhancement: when startup by default configure and DHCP can not get IP, we will use one fixed IP

	ES3510MA-FLF-38-00386
	add Mac address info in the Trap message of port security when there is MAC violation

	ES3510MA-FLF-38-00557
	Enhancement: Simplify ARP Inspection setting in Config file Format

	ES3510MA-FLF-38-00556
	there are duplicate port configuration in config file, unwanted configration is printout after the "end"

	ES3510MA-FLF-38-00503
	[ES3510MA_V1.3.0.8] BPDU-filter lost after rebooting DUT

	ES3510MA-FLF-38-00502
	aaa accounting: use command "no aaa accounting command 15" will crash the system

	loader
	Enhancement: When dual firmware master is failed, boot from backup firmware (for ECS3550-10PD)


Runtime V1.3.4.2 ; Loader V1.0.0.2

	ES3510MA-FLF-38-00555
	SNMP: system will crash by SNMP shutdown

	ES3510MA-FLF-38-00515
	AutoUpgrade: After opcode autoupgrade, DUT can't auto reload when reload status is enabled.

	
	Remove DHCP option 82 duplicate node from private MIB

	ES3510MA-FLF-38-00551
	Web: System->Console & Memory Status don't display any information


Runtime V1.3.4.0 ; Loader V1.0.0.2

	ES3510MA-FLF-38-00552
	WEB&AAA: security-->AAA-->authorization-->configure service can't display


Runtime V1.3.2.4 ; Loader V1.0.0.2

	ES3510MA-FLF-38-00544
	Web: update help pages

	ES3510MA-FLF-38-00512
	UDLD: Sent 100 UDLD entries several times, CLI print debug message.

	ES3510MA-FLF-38-00505
	Enhancement: SNMP OID for "show interface transceiver"

	ES3510MA-FLF-38-00522
	WEB: disable port admin will cause CLI print a lot of strange log and WEB disconnect.

	ES3510MA-FLF-38-00525
	WEB: ACL group can't bind to ethernet port via the WEB.

	ES3510MA-FLF-38-00518
	AutoUpgrade: Can't perform auto upgrade on DUT port9 and port10.

	ES3510MA-FLF-38-00521
	L2SW: The counter table of interface statistics can't cleared via the WEB.

	ES3510MA-FLF-38-00504
	Enhancement: Display  Port 1~8  Power  source  status

	ES3510MA-FLF-38-00511
	Cluster: [show cluster candidate] cann't work.

	ES3510MA-FLF-38-00535
	SNTP: sntp timezone name's range is 29 strings in WEB help description, but setting 30 strings is OK.

	ES3510MA-FLF-38-00534
	SNTP: manually sntp setting is different from WEB help and CLI.

	ES3510MA-FLF-38-00506
	DiffServ Class Name can input over 16 characters

	ES3510MA-FLF-38-00527
	WEB: The  maximum destination file name of opcode is 32 characters, but the help page description is 31 characters.

	ES3510MA-FLF-38-00459
	LLDP: Disable LLDP admin status automatically on the port when the port is administratively disabled.

	ES3510MA-FLF-38-00508
	We can't enable "DHCP snooping information option" by snmp

	ES3510MA-FLF-38-00487
	Enhancement: add aaa accounting command

	ES3510MA-FLF-38-00510
	UDLD: Device print exception message after change hostname to 255 characters.

	ES3510MA-FLF-38-00413
	Enhancement: add RA Guard function

	ES3510MA-FLF-38-00491
	[ACL] command tree issue

	ES3510MA-FLF-38-00496
	[enhancement] support rate limit by rule  when the chip cannot support accurately with register


Runtime V1.3.2.2 ; Loader V1.0.0.2

	ES3510MA-FLF-38-00489
	ES3510MA can't set sfp-forced 100M on Web.

	ES3510MA-FLF-38-00495
	[enhancement] support auto upgrade finish not reboot automatically

	ES3510MA-FLF-38-00492
	[CLI] copy running-config issue

	ES3510MA-FLF-38-00427
	Delay reload display wrong reload date in "reload in ..."

	ES3510MA-FLF-38-00493
	[enhancement] Extend the command for logging on the remote host or not what can choose the destination udp port.

	ES3510MA-FLF-38-00441
	system:It will display error message and didn't forwarding data when rebooting one DUT.

	ES3510MA-FLF-38-00488
	MIB: diffServActionPktNewDscp and diffServActionStatus are in wrong node

	ES3510MA-FLF-38-00416
	show lldp info remote-device - correction to spelling

	ES3510MA-FLF-38-00466
	LLDP: Memory leaks occur when receiving a PDU which has many Port and Proto VLAN ID TLV of VLAN id 0.

	ES3510MA-FLF-38-00501
	aaa accounting : use command " no aaa accounting exec 'ABC'  " on global mode,DUT was hang up

	ES3510MA-FLF-38-00500
	45.2.11 LLDP capabilities test

	ES3510MA-FLF-38-00497
	DHCP: doesn't work dhcp snooping with "information option"

	ES3510MA-FLF-38-00429
	Enhancement: add private mib of DHCPV6SNP

	ES3510MA-FLF-38-00490
	Wrong spelling of DHCPSNP rogue server attack

	ES3510MA-FLF-38-00496
	[enhancemnt] support rate limit by rule  wehn the chip cannot support accurately with register

	ES3510MA-FLF-38-00503
	[ES3510MA_V1.3.0.8] BPDU-filter lost after rebooting DUT


Runtime V1.3.2.1 ; Loader V1.0.0.2

	ES3510MA-PD-FLF-EC-00008
	Add CLI commands to enable/disable PSE check on ports with PD capability

	ES3510MA-FLF-38-00480
	MVR: settop-box will send v3 report and won't reply g-s query

	ES3510MA-FLF-38-00477
	LLDP:Can't show correct Neighbor Entries Dropped Count  from Web page when receive 4 different LLDPs per port  repeatedly.

	ES3510MA-FLF-38-00482
	Port status can know the port shutdown is caused by BPDU guard.

	ES3510MA-FLF-38-00484
	[ph2] StaticTrunk: The DUT displayed twice error message while configured TLVs of LLDP on the trunk interface.

	ES3510MA-FLF-38-00486
	memory leakage when other querier exist and enable quereir

	ES3510MA-FLF-38-00483
	[ph2] SNMP: The DUT could not get the value of  "lldpXdot3LocPortTable" object on MIB browser.

	ES3510MA-FLF-38-00479
	Enhancement: Add UDLD function

	ES3510MA-FLF-38-00487
	Enhancement: add aaa accounting command


Runtime V1.3.2.0 ; Loader V1.0.0.2

	ES3510MA-FLF-38-00476
	LLDP: DUT send LLDP PDU  with wrong Aggregation status on IEEE 802.3 - Link Aggregation TLV for a trunk.

	ES3510MA-FLF-38-00473
	LLDP:When configure LLDP port status of Static LACP as Disabled, peer static LACP can't clear LLDP information.

	ES3510MA-FLF-38-00450
	ACL: When we bind service-policy ACL and ip source-guard on a port,the ACL won't work well.

	ES3510MA-FLF-38-00470
	Enable remote log by web, CLI display some message as log ram.

	ES3510MA-FLF-38-00469
	Web: System > Time > Configure Time Server - nothing displays.

	ES3510MA-FLF-38-00456
	XSTP: BPDU filtering shall be operation disabled when oper edge is changed to disabled

	ES3510MA-FLF-38-00437
	System:The clinets didn't receive multicast data of all groups when the traffic is over 2000p/s.

	ES3510MA-FLF-38-00478
	[Diag] Enhancement request from MFG test engineer to add SFP test

	ES3510MA-FLF-38-00471
	[Driver] Do not allow PHY link up if the connected link partner is not PoE PSE port

	ES3510MA-FLF-38-00472
	[Flash] Need to support 32MB flash on ES3510MA-FLF-PD board(board id=2)

	ES3510MA-FLF-38-00475
	Add BID for ES3510MA-PD and revise  its name in web


Runtime V1.3.0.8 ; Loader V1.0.0.0

	ES3510MA-FLF-38-00367
	[DHCPSNP] Failed to write binding and forward dhcp ack when processing dhcp relay packets

	ES3510MA-FLF-38-00471
	[enhance] support NTP (web page)

	ES3510MA-FLF-38-00480
	MVR: settop-box will send v3 report and won't reply g-s query


Runtime V1.3.0.7 ; Loader V1.0.0.0

	ES3510MA-FLF-38-00468
	The port type name need to change for web UI.

	
	Fix software watchdog problem when some functions are disable

	
	DHCPSNP option remote-id doesn't work


Runtime V1.3.0.6 ; Loader V1.0.0.0

	ES3510MA-FLF-38-00422
	[ES3510MA_V1.2.4.7] Switch is changing DSCP marks without any configuration

	ES3510MA-FLF-38-00459
	LLDP: Disable LLDP admin status automatically on the port when the port is administratively disabled.

	ES3510MA-FLF-38-00458
	LLDP:When the port is removed from Trunk or LACP, the LLDP configuration on the port is not same as that on trunk or LACP.

	ES3510MA-FLF-38-00464
	lldp protocol block the port of the SMC8126L2

	ES3510MA-FLF-38-00460
	LBD: can not function correctly

	ES3510MA-FLF-38-00454
	LLDP:LLDP TLV configuration can't be saved.

	ES3510MA-FLF-38-00462
	ES3528M - ARP packets go back through entering port when AI enabled


Runtime V1.3.0.3 ; Loader V1.0.0.0

	ES3510MA-FLF-38-00436
	DUT can upload new firmware via FTP , but system didn't reboot automatically .

	ES3510MA-FLF-38-00443
	IPsubnet-based vlan : after add subnet base vlan and can't  ping to pc successful

	ES3510MA-FLF-38-00359
	corrections to grammar/spelling - show ip igmp snooping

	ES3510MA-FLF-38-00440
	MIB: igmpsnoopfilterstatus and igmpsnoopprofilestatus didn't get-next

	ES3510MA-FLF-38-00439
	Web: The word "TLVs" misspell by  web.

	ES3510MA-FLF-38-00395
	MIB: voiceVlanMgt & diffServMgt  should add to MIB file

	ES3510MA-FLF-38-00411
	Enhancement: add PPPoE Intermediate Agent function

	ES3510MA-FLF-38-00382
	ACL :There are some function problems of ACL's precedence

	ES3510MA-FLF-38-00433
	CLI: remove unuse command "test loop internal..."

	ES3510MA-FLF-38-00424
	CLI command has error in negotiation

	ES3510MA-FLF-38-00280
	BACKDOOR: support MARVELL Galtis shell

	ES3510MA-FLF-38-00444
	[SNMP] Failed to get dhcpSnoopVlanEnable value

	ES3510MA-FLF-38-00445
	Auto upgrade is failed when it need to pass through default-gateway

	ES3510MA-FLF-38-00449
	MSTP: Get the MIB object xstInstancePortPathCost, it always is zero.

	ES3510MA-FLF-38-00452
	[ES3528M_V1.4.14.1] crash problem

	ES3510MA-FLF-38-00457
	[ES3528MO_V1.4.14.1] DHCPSNP will block packets which the IP-in-IP packets related to DHCP

	ES3510MA-FLF-38-00447
	CLI: remove useless command "interface loopback 0"

	ES3510MA-FLF-38-00446
	the HTTPS certificate is not for ES3510MA

	ES3510MA-FLF-38-00402
	Enhancement: add Network Time Protocol (NTP) function


Runtime V1.3.0.1 ; Loader V1.0.0.0

	ES3510MA-FLF-38-00372
	ES3510MA can not local authentication when tacacs server disconnect

	ES3510MA-FLF-38-00395
	MIB: voiceVlanMgt & diffServMgt  should add to MIB file

	ES3510MA-FLF-38-00407
	Enhancement: add software watchdog function

	ES3510MA-FLF-38-00409
	Enhancement: add DHCP V6 snooping

	ES3510MA-FLF-38-00371
	LLDP:  add LLDP-MED function

	ES3510MA-FLF-38-00413
	Enhancement: add RA Guard function

	ES3510MA-FLF-38-00411
	Enhancement: add PPPoE Intermediate Agent function

	ES3510MA-FLF-38-00370
	LAN: add rx_is_tagged flag to indicate if rx packet is tagged or untagged

	ES3510MA-FLF-38-00406
	Enhancement: add Denial of Service (DoS) protection

	ES3510MA-FLF-38-00374
	corrections to grammer/spelling - show interfaces switchport: 801.Q-tunnel

	ES3510MA-FLF-38-00375
	PortUtil: change unit of octets rate from bytes/s to kbits/s

	ES3510MA-FLF-38-00376
	(Enhance) "show interfaces status" provides the Port Upttime - the elapsed time since it got to linkup.

	ES3510MA-FLF-38-00418
	Enhancement: CLI show more than one page, need to provide guideline

	ES3510MA-FLF-38-00389
	add port seepd and duplex info into log when interface links up

	ES3510MA-FLF-38-00396
	MIB: rateLimitMgt & portMgt nodes should be removed, atcMgt node should revise

	ES3510MA-FLF-38-00424
	CLI command has error in negotiation

	ES3510MA-FLF-38-00425
	NIC driver may block the system

	ES3510MA-FLF-38-00366
	BPDU tunneling

	ES3510MA-FLF-38-00280
	BACKDOOR: support MARVELL Galtis shell

	ES3510MA-FLF-38-00328
	auto option supported by speed command in cli, but not in the web

	ES3510MA-FLF-38-00414
	Enhancement: add "show  spanning-tree  brief" function

	ES3510MA-FLF-38-00430
	no ip telnet server will cause CPU utilization become 100%

	ES3510MA-FLF-38-00353
	corrections to grammar/spelling - show tacacs-server

	ES3510MA-FLF-38-00358
	corrections to grammar/spelling - show qos map trust-mode interface ethernet

	ES3510MA-FLF-38-00332
	corrections to grammar/spelling - show qos map trust-mode interface

	ES3510MA-FLF-38-00295
	Non-STP Loopback detection implementation

	ES3510MA-FLF-38-00431
	BPDU-guard may cause system crash

	ES3510MA-FLF-38-00377
	Change users privileges like in 3528M:privilege exec level 0 show mac and Privilege Management

	ES3510MA-FLF-38-00398
	Web UI: There are no web pages of ERPS, CFM, and OAM help

	ES3510MA-FLF-38-00327
	ftp in copy command for cli, but not in web

	ES3510MA-FLF-38-00401
	Enhancement: add FTP auto upgrade function

	ES3510MA-FLF-38-00426
	Enhancement: Change some LLDP default value from false to true which is same as MO

	ES3510MA-FLF-38-00423
	SFP only check present, don't need to check RX_LOSS

	ES3510MA-FLF-38-00399
	RSTP  strange behavior

	ES3510MA-FLF-38-00384
	clear arp-cache via SNMP on ES3528M priority low

	ES3510MA-FLF-38-00352
	corrections to grammar/spelling - show ip interface

	ES3510MA-FLF-38-00397
	MIB: some igmpSnoopMgt nodes should be removed

	ES3510MA-FLF-38-00419
	Some nodes can't work well by snmp.(igmpfilter,igmpprofile.filemgt)

	ES3510MA-FLF-38-00421
	[ES3510MA_V1.2.4.7] MSL-ERROR after ip igmp snooping querier enabled/disabled

	ES3510MA-FLF-38-00420
	[DHCPSNP] Binding entries will disappear sometimes

	ES3510MA-FLF-38-00387
	DHCP packets wil modify Vlan after trapped to CPU if Mac Valn is enabled

	ES3510MA-FLF-38-00388
	block IGMP query packets

	ES3510MA-FLF-38-00415
	[CLUSTER] remove command's output modifier in simba platform

	ES3510MA-FLF-38-00359
	corrections to grammar/spelling - show ip igmp snooping

	ES3510MA-FLF-38-00393
	Support multiple mvr domain and mvr profile

	ES3510MA-FLF-38-00383
	mvr query always carry null src ip

	ES3510MA-FLF-38-00408
	Enhancement: Need the DAI objects in the private MIB to manage DAI via SNMP.

	ES3510MA-FLF-38-00378
	[CLUSTER] cluster packet will not be traped to cpu after enable cluster

	ES3510MA-FLF-38-00326
	Syslog:The command "(no) logging facility" didn't work.

	ES3510MA-FLF-38-00275
	(155) [SNMP] - [Trap] Invalid Trap output.


Runtime V1.2.4.7 ; Loader V1.0.0.0

	ES3510MA-FLF-38-00390
	ImageDownload:TFTP download opcode with snmp will cause DUT crash.

	ES3510MA-FLF-38-00391
	Web:HELP can't browse on the WEB.

	ES3510MA-FLF-38-00392
	PortTrunk:Create port trunk and join member but 3rd party is default setting,then coneect DUT to 3rd party

	ES3510MA-FLF-38-00394
	PortTrunk:It can't forward packet by load balance,and  it has packet loss issue.

	ES3510MA-FLF-38-00383
	mvr query always carry null src ip

	ES3510MA-FLF-38-00294
	auto recovery feature for BPDU Guard on ES3528M priority low

	ES3510MA-FLF-38-00373
	Mac address still aging out by "mac-address-table aging-time 0"

	ES3510MA-FLF-38-00367
	[DHCPSNP] Failed to write binding and forward dhcp ack when processing dhcp relay packets

	ES3510MA-FLF-38-00356
	corrections to grammar/spelling - show mac-address-table count interface ethernet

	ES3510MA-FLF-38-00331
	corrections to grammar/spelling - show mac-address-table count interface

	ES3510MA-FLF-38-00368
	add mvr group range command

	ES3510MA-FLF-38-00369
	PortSecurity: when mac count is less than configured max mac count, port security should be disabled automatically

	ES3510MA-FLF-38-00312
	[DHCP&DHCPSNP] Option 82 code enhancement

	ES3510MA-FLF-38-00347
	Web: The filed 'Type' displayed in Security->IP Source Guard->Static Binding is different with CLI

	ES3510MA-FLF-38-00365
	Web: update new wen help files

	ES3510MA-FLF-38-00364
	WebUI add G.8032, OAM & CFM function and web pages

	ES3510MA-FLF-38-00363
	NetworkAccess: MAC Filter ID range is 1-64, maximum MAC Filter is 65.

	ES3510MA-FLF-38-00362
	corrections to grammar/spelling - web interface

	ES3510MA-FLF-38-00325
	IPv6: CLI can be set invaild ipv6 address.

	ES3510MA-FLF-38-00329
	correction to grammar/spelling - show interfaces status

	ES3510MA-FLF-38-00330
	corrections to grammar/spelling - show auto-traffic-control

	ES3510MA-FLF-38-00354
	corrections to grammar/spelling - show interfaces status ethernet

	ES3510MA-FLF-38-00357
	corrections to grammar/spelling - show spanning-tree

	ES3510MA-FLF-38-00351
	[DHCPSNP] support "clear ip dhcp snooping binding" command

	ES3510MA-FLF-38-00335
	corrections to grammar/spelling - show lldp info remote-device detail


Runtime V1.2.4.2 ; Loader V1.0.0.0

	ES3510MA-FLF-38-00285
	Traffic Segmentation : The traffic-segmentation for uplink port can't be configured successfully.


Runtime V1.2.4.1 ; Loader V1.0.0.0

	ES3510MA-FLF-38-00348
	network access - mac filter id - can't be bound to port using web

	ES3510MA-FLF-38-00349
	System - IP (Add) page is missing "Gateway IP Address"

	ES3510MA-FLF-38-00338
	System:Use 3 DUT to do system test but all disable spanning tree then CLI displays  exception.

	ES3510MA-FLF-38-00339
	[DHCPv6] It will fail to send broadcast packet after getting ip from dhcpv6 server

	ES3510MA-FLF-38-00340
	System:Use mib browser to "walk" ,CLI displays exception message and DUT crash.

	ES3510MA-FLF-38-00341
	System:Use mib browser over ipv6 to "walk" , DUT will display exception message.

	ES3510MA-FLF-38-00342
	[DHCPSNP] dhcp snooping process packet's speed is slow

	ES3510MA-FLF-38-00344
	GVRP: When vlan id is greater than 256, the port enabled gvrp can't dynamic join vlan automatically.

	ES3510MA-FLF-38-00345
	(simba)MVR forward report cost to much time

	ES3510MA-FLF-38-00346
	add CLI command to setup algorithm for trunk by Poncat capability


Runtime V1.2.4.0 ; Loader V1.0.0.0

	ES3510MA-FLF-38-00288
	Add DDM function to get SFP information

	ES3510MA-FLF-38-00324
	Console: remove error message in startup console

	ES3510MA-FLF-38-00281
	Ping6 : The description for Ping6 count and size range will go wrong with "FE80::X%ZoneID" type of destination.

	ES3510MA-FLF-38-00286
	Multicast : The Max number for static Multicast groups is mismatch between Web description and real implementation.

	ES3510MA-FLF-38-00319
	STP: STP topology change include blocked port information in log

	ES3510MA-FLF-38-00323
	[Cluster] CLUSTER_MGR_SendClusterPacket() doesn't free memory before function return

	ES3510MA-FLF-38-00290
	Web_UI  : DUT did not set password type (encrypted password or not ) via Web UI.

	ES3510MA-FLF-38-00315
	CPU utilization can't be update when use https.

	ES3510MA-FLF-38-00276
	CLI: It didn't have the ipv6 format to set when setting sntp server/syslog server/hosts in CLI, but allow to set.

	ES3510MA-FLF-38-00322
	DHCP: "ip dhcp snooping information option remote-id " didn't save in running configure

	ES3510MA-FLF-38-00277
	CLI:It display exception when no ipv6 address autoconfig

	ES3510MA-FLF-38-00318
	STP: add block & shutdown functions in STP

	ES3510MA-FLF-38-00320
	STP: can setup release time for release-mode

	ES3510MA-FLF-38-00309
	[DHCPv6] It will fail to restart DHCPv6 on L2 switch

	ES3510MA-FLF-38-00237
	Enhancement: Refine the ping backdoor.

	ES3510MA-FLF-38-00313
	FXC3110(V1.1.0.7)-Issue#42: DUT doesn't send  to IPv6 router solicitation on time with "ipv6 address autoconfig"

	ES3510MA-FLF-38-00306
	UI/Ping: owner and test name, array size forgot to "+ 1"

	ES3510MA-FLF-38-00292
	use SYS_ADPT_MAX_NBR_OF_PRIORITY_QUEUE_FOR_CPU_PORT in

	ES3510MA-FLF-38-00297
	(IT2R-0035)[E-OAM] - [CFM] set lowestAlarmPri to 4, when rx a macstatus ccm, it still set its transmitting ccm's

	ES3510MA-FLF-38-00314
	Customerinfo:Loader version error.

	ES3510MA-FLF-38-00302
	(ST-0143)Use macro running VLAN&shutdown&noshutdown&#169; running_config, the CLI freeze

	ES3510MA-FLF-38-00308
	Enhancement: VLAN behavior consistency

	ES3510MA-FLF-38-00311
	[DHCPSNP] It will not forward packets to trust port

	ES3510MA-FLF-38-00310
	[DHCPSNP] DHCP client may get ip but DUT doesn't write binding sometimes

	ES3510MA-FLF-38-00304
	CLI  on ECS4610-26T : port description doen't accept  the description with SPACE

	ES3510MA-FLF-38-00300
	SNMP walk won't stop

	ES3510MA-FLF-38-00303
	ES3528M-SFP-38 after create vlan 311 and copy startup,it will stop after reboot

	ES3510MA-FLF-38-00293
	ip dhcp snooping issue in show running

	ES3510MA-FLF-38-00307
	DUT will crash when use HTTPS URL to connect it.

	ES3510MA-FLF-38-00247
	FXC3110(V1.1.0.7)-Issue#46: There is no setting available for IPv6 ACL

	ES3510MA-FLF-38-00301
	Check-in Marvell appDemo build environment for Galtis

	ES3510MA-FLF-38-00296
	[DHCP] dhcp send request fail in syslog

	ES3510MA-FLF-38-00298
	(IT2R-0043)[E-OAM] - [CFM] the port status and interface status of show ethernet cfm maintenance-points

	ES3510MA-FLF-38-00278
	[enhnace]protocol vlan support priority

	ES3510MA-FLF-38-00291
	UI Enhacement: access mode, access vlan, multiple vlan setting

	ES3510MA-FLF-38-00289
	When System boot (A2 chip), the error message of DEV_SWDRV_CreateTrunk is occurred

	ES3510MA-FLF-38-00287
	FXC3326(V1.1.0.1)-Issue#92: Operation Speed-Duplex problem after disabling and then enabling negotiation

	ES3510MA-FLF-38-00273
	Web:The mail adress link of contact us is incorrect.

	ES3510MA-FLF-38-00283
	Web : The Email contact info for Edgecore Products shows brandsupport@accton.com.


Runtime V1.2.2.0 ; Loader V1.0.0.0

Runtime V1.2.1.1 ; Loader V1.0.0.0

	ES3510MA-FLF-38-00198
	ACL: Add the ACL into the DUT cause that webUI hang up.

	ES3510MA-FLF-38-00241
	CLI: the system mtu jumbo command should be removed

	ES3510MA-FLF-38-00239
	FXC3110(V1.1.0.1)-Issue#15: Rate limit setting problems

	ES3510MA-FLF-38-00226
	MAC Aging-Time : There should not be two MAC aging-time values when configure the aging-time as 0.

	ES3510MA-FLF-38-00245
	FXC3110(V1.1.0.7)-Issue#60: Queue weight setting is missing after reload

	ES3510MA-FLF-38-00203
	When we use clustering, we can’t access some menus of candidate switch

	ES3510MA-FLF-38-00231
	Web: Only the IP Address 1 can be configured on the DNS Static Host Table web page.

	ES3510MA-FLF-38-00255
	Web-Auth: After disable/enable global configuration, web-auth has incorrect behavior.

	ES3510MA-FLF-38-00232
	Web : The DNS Static Host IP address can be set as illegal IP addresses.

	ES3510MA-FLF-38-00225
	Web : The Log Remote Server IP can be set as illegal IP addresses.

	ES3510MA-FLF-38-00259
	IPv6-ReadyLogo-HostMode: address autoconfig was disabled after link-local address changed.

	ES3510MA-FLF-38-00262
	CLI: change default exec. timeout of console from 0 to 600

	ES3510MA-FLF-38-00253
	[IP Statistics] ICMP sent echo request counter always zero in "show ip traffic" command

	ES3510MA-FLF-38-00252
	Cable diagnostic incorrect test procedure may cause CLI crashed

	ES3510MA-FLF-38-00240
	Web UI, Traffic->DiffServ is unnecessary to setup Action in Add Rule

	ES3510MA-FLF-38-00248
	FXC3110(V1.1.0.6)-Issue#40: IP source-guard filter cannot be changed in port 10 if trunk port is present

	ES3510MA-FLF-38-00246
	FXC3110(V1.1.0.7)-Issue#53: QoS trust mode setting problem in Web if there is 100M port added to trunk

	ES3510MA-FLF-38-00224
	CLI : CLI will be no response after a long duration real-world testing.

	ES3510MA-FLF-38-00268
	ES3510MA: Switchport mode access is not stored into running config

	ES3510MA-FLF-38-00242
	CLI: Change the default value of Inactive timeout to 600 seconds

	ES3510MA-FLF-38-00269
	fs.c may not free memory or close file in error status.

	ES3510MA-FLF-38-00270
	[DHCP option82] It should unicast reply packet if RID is matched

	ES3510MA-FLF-38-00249
	FXC3110(V1.1.0.6)-Issue#39: IP source-guard show incomplete information if there is trunk port on switch

	ES3510MA-FLF-38-00264
	ES3510MA tacacs+ issue

	ES3510MA-FLF-38-00235
	Web: tacacs-serve timeout can be set on CLI, but can't be set on Web.

	ES3510MA-FLF-38-00271
	Traffic Segmentation: wrong CLI command: uplink-to-uplink

	ES3510MA-FLF-38-00265
	G.8032 support hardware interrupt to improve the performance

	ES3510MA-FLF-38-00201
	backdoor passwd should be encrypted

	ES3510MA-FLF-38-00202
	At a reload, logging entries in RAM are cleared and 'coldStart' is relogged.

	ES3510MA-FLF-38-00250
	FXC3110(V1.1.0.6)-Issue#33: mac-learning cannot be disabled in both CLI and WebUI


Runtime V1.2.0.1 ; Loader V0.0.1.5

	ES3510MA-FLF-38-00236
	ipv6readylogo: ping6 to multicase address maybe halt the CLI

	ES3510MA-FLF-38-00234
	Radius:Timeout of Radius setting have different range in Web UI and Console


Runtime V1.2.0.0 ; Loader V0.0.1.5

	ES3510MA-FLF-38-00207
	[Enhancement---P2.5] 802.3ah

	ES3510MA-FLF-38-00206
	Enhancement---P2.5] 802.1ag

	ES3510MA-FLF-38-00204
	[Enhancement---P2.5] G.8032

	ES3510MA-FLF-38-00205
	[Enhancement---P2.5] Y.1731

	ES3510MA-FLF-38-00228
	In auto mode, insert 100 SFP, port; type is 100.  unplug 100 SFP and insert 1000 SFP, port type still is 100

	ES3510MA-FLF-38-00223
	Web : The word "to to" should be only one "to"

	ES3510MA-FLF-38-00222
	Web : The word "importsuser" should be separated to "imports user".

	ES3510MA-FLF-38-00221
	Web : The word "definesthe" should be separated to "defines the".

	ES3510MA-FLF-38-00220
	Web : The word "clock" spelling goes wrong.

	ES3510MA-FLF-38-00219
	Web : Go through System->Memory Status page and press "Help" link (on the upper right corner), the help

	ES3510MA-FLF-38-00216
	SSL  and  Port security causing web management problems and STP instability

	ES3510MA-FLF-38-00227
	Client can’t get multicast packet from certain multicast group address

	ES3510MA-FLF-38-00210
	How to manage the LLDP via SNMP for ES3528M

	ES3510MA-FLF-38-00215
	CLI:no any port or trunk can join RSPAN VLAN, so the column"Ports/Port Channels:" should be removed"

	ES3510MA-FLF-38-00214
	[DHCPv6] Repeated enable and disable IPv6 address autoconfig cause exception

	ES3510MA-FLF-38-00153
	telnet can not enter runtime backdoor

	ES3510MA-FLF-38-00125
	[Enhance-p2] Traffic segmentation support multiple session

	ES3510MA-FLF-38-00076
	support port isolation per VLAN in ES3510MA

	ES3510MA-FLF-38-00196
	Accton:LN-2010-01-02 Link failure issue - WSS 2380 & HP Server

	ES3510MA-FLF-38-00213
	ipv6ready: For IPv6 Ready Logo Host Mode Test

	ES3510MA-FLF-38-00212
	CLI: the "size" and "count" variables cannot be specified when ping6 link-local addresses

	ES3510MA-FLF-38-00211
	CLI:The description of error message about RSPAN should express obviously

	ES3510MA-FLF-38-00200
	LLDP don't send out packet when port shutdown

	ES3510MA-FLF-38-00208
	UnknownUnicastStorm: should use "switchport unknown-unicast" instead of "switchport unicast"

	ES3510MA-FLF-38-00199
	IGMPSNP:It should be able to create 64 static multicast group. not 16.


Runtime V1.1.4.6 ; Loader V0.0.1.5

	ES3510MA-FLF-38-00254
	[Enhancement] Multiple management ip support for L2 product


Runtime V1.1.4.5 ; Loader V0.0.1.5

	ES3510MA-FLF-38-00238
	ES3510MA: Traffic-segmentation command is not correctly stored into running/startup config


Runtime V1.1.4.4 ; Loader V0.0.1.5

	ES3510MA-FLF-38-00233
	In auto mode, insert 100 SFP, port; type is 100.  unplug 100 SFP and insert 1000 SFP, port type still is 100

	ES3510MA-FLF-38-00217
	The CLI will show lots of message and hang after configuring the media-type to sfp-forced mode

	ES3510MA-FLF-38-00230
	[combo] sfp-prefer does not work while connecting copper & plugging gbic without fiber line


Runtime V1.1.4.3 ; Loader V0.0.1.5

	ES3510MA-FLF-38-00193
	web: Web UI did not set phb queue value in interface.

	ES3510MA-FLF-38-00197
	port mirroring error may cause system freeze


Runtime V1.1.4.2 ; Loader V0.0.1.5

	ES3510MA-FLF-38-00181
	After user configures DAI setting then inject ARP packet to switch then exception will happen

	ES3510MA-FLF-38-00183
	Trunk:Create a static trunk,commmand "sh run" ,it displays "lacp" word in running config.

	ES3510MA-FLF-38-00142
	(Enhance) Add a hot-key in "a" so that "show running" will dispaly all output wihtout pauses.

	ES3510MA-FLF-38-00134
	FR: "clear ip igmp snooping groups", to delete IGMP snooping  multicast groups

	ES3510MA-FLF-38-00167
	Port 1/10 counter is incorrect

	ES3510MA-FLF-38-00115
	AccessModePVID: Can set PVID to non-existing VLAN member.

	ES3510MA-FLF-38-00182
	Vlan Trunking: Can't check per trunk "vlan trunking" status via "show int status port-channel"  command.

	ES3510MA-FLF-38-00185
	802.1X : 802.1x client(for windows)  Authenticating fail  via DUT.

	ES3510MA-FLF-38-00186
	ssh : DUT can not disconnect over  session ID 4.

	ES3510MA-FLF-38-00187
	ssh : when ssh version 1.Clien can not open 8 account.

	ES3510MA-FLF-38-00184
	ImageDownload: The automatic opcode upgrade operation can't work properly.

	ES3510MA-FLF-38-00188
	Log:The log time is not the same with current time when setting time zone

	ES3510MA-FLF-38-00189
	Log-in:The web must re-login when change forced speed

	ES3510MA-FLF-38-00052
	The automatic Opcode Upgrade Path description on SNMP description is incorrect.

	ES3510MA-FLF-38-00191
	CLI:it should display correct warning message when no rspan session

	ES3510MA-FLF-38-00192
	RSPAN:Operation status is down when it only set port 9 and port 10 as destination/intermediate uplink port

	ES3510MA-FLF-38-00194
	Cos : When DUT queue weight set as 1 :1:8:8. The package have forward incorrect ratio.

	ES3510MA-FLF-38-00190
	ARP: DUT will crash and didn't access web when learning arp packets

	ES3510MA-FLF-38-00195
	tftp copy file error, but no any error message


Runtime V1.1.4.0 ; Loader V0.0.1.5

	ES3510MA-FLF-38-00125
	[Enhance-p2] Traffic segmentation support multiple session.

	ES3510MA-FLF-38-00153
	telnet can not enter runtime backdoor

	ES3510MA-FLF-38-00062
	Traceroute: The output of the traceroute command is not correct when the destination cannot be reached.

	ES3510MA-FLF-38-00079
	MAC-Auth: if the MAC-auth port receives a large amount of traffic, the DUT will not be reachable

	ES3510MA-FLF-38-00078
	[XSTP]To implement "13.25.1 allSynced" according to IEEE Std 802.1Q-2005.

	ES3510MA-FLF-38-00077
	(Enhance) Compatible with Cisco prestandard MST implementation in IOS Software earlier than V12.2(25)SED.

	ES3510MA-FLF-38-00050
	DUT doesn't display any better error message to explain the operation failure when Opcode file not created in flash

	ES3510MA-FLF-38-00056
	Vlan Trunking:Can't configure "vlan trunking function" on FE port and trunk interface.

	ES3510MA-FLF-38-00088
	LGN: Web "Interface > Port > Cable Test", add a note that reminds users to wait several seconds and click the refresh button

	ES3510MA-FLF-38-00087
	(Enhance) In order to have better EMI margin for FE models, it is to update MAC Register 0x48 value.

	ES3510MA-FLF-38-00081
	ARP Cache: The actual timeout is measured around 2 minutes, however, it shall be 1200 seconds at default

	ES3510MA-FLF-38-00089
	System: Inject line speed DA as CPU MAC packets to port with mac-authentic mode will result to corruption of rx packet

	ES3510MA-FLF-38-00059
	(Enhance) Dump stack frame and log messages on task exception

	ES3510MA-FLF-38-00084
	Receiving VRRP packets from the HP switch in the topology cause ping loss on ES3510MA

	ES3510MA-FLF-38-00082
	Accton: LN-2009-12-01  VRRP operation problem for ping loss.

	ES3510MA-FLF-38-00094
	It always fails to delete default gateway

	ES3510MA-FLF-38-00069
	DHCP relay: it can't find is in CLI and web. :  DHCP relay information option 82 needed

	ES3510MA-FLF-38-00070
	Cluster  : cluster bug of 4093 vlan.

	ES3510MA-FLF-38-00085
	(Enhance) Web "IP > ARP" for ARP Cache timeout and entries.

	ES3510MA-FLF-38-00090
	WebUI: The PING result is different on the CLI and the WebUI.

	ES3510MA-FLF-38-00091
	WebUI: Both combo port link up even only connect copper cable.

	ES3510MA-FLF-38-00083
	Single image use ram.bix in the file system for same file name issue

	ES3510MA-FLF-38-00080
	Port linkdown is possibly caused by cable dis-/re-connections when power-saving is enabled.

	ES3510MA-FLF-38-00096
	LGN: (Enhance) Cable Test result: change "Test failed" to "Not supported".

	ES3510MA-FLF-38-00095
	extend the length of username and password to 32

	ES3510MA-FLF-38-00086
	WebUI: The flow control status is incorrect when auto-negotication be enabled.

	ES3510MA-FLF-38-00098
	controls the SSSMII interface, with 0x1f8007e3, the waveform looks better and has better EMI result.

	ES3510MA-FLF-38-00100
	MVR: MVR will send out v3 query and don't accespt TO_EX{}

	ES3510MA-FLF-38-00099
	ES3510MA cant save in flash for R01 units

	ES3510MA-FLF-38-00093
	(Enhance) No need for the "POST Result: " caption on the CLI for Diagnostics Fast mode.

	ES3510MA-FLF-38-00102
	IGMP_SNP_Filter:Send join report which include isn't configured in profile will cause error message in CLI.

	ES3510MA-FLF-38-00068
	TCP Friendly : the rate-limit result is not closed for the CLI setup.

	ES3510MA-FLF-38-00106
	MVR:Client use VLC to receive multicast data has packet loss and lag issue.

	ES3510MA-FLF-38-00110
	LLDP: cli  read management address fail

	ES3510MA-FLF-38-00107
	IP Source-Guard:it will display error message and drop all packets whatever it  match when it change filter type

	ES3510MA-FLF-38-00105
	IP Source-Guard:it will display error message and drop all packets whatever it  match when it change filter type

	ES3510MA-FLF-38-00113
	TCP Friendly : the rate-limit result is not closed for combo port

	ES3510MA-FLF-38-00109
	MVR: jion report on reciever port, but reprot won't be forward to source port

	ES3510MA-FLF-38-00112
	Web: Traffic->Priority->Queue, Queue mode sould no has DRR

	ES3510MA-FLF-38-00108
	Click the customer logo, the browser didn't open a new session to connect to customer's web site.

	ES3510MA-FLF-38-00116
	LLDP Remote Device Information - web

	ES3510MA-FLF-38-00117
	lldp - remote device info (remote max frame size) - web

	ES3510MA-FLF-38-00118
	Spanning Tree - Configure Global (MSTP) error on web page

	ES3510MA-FLF-38-00111
	Web may crash in Spanning Tree > STA (Configure Global - Configure) => Set to MSTP, then Select "Add Member"

	ES3510MA-FLF-38-00119
	Web: "Spanning Tree > MSTP, Add Member" will cause memory dump (web_proc) on the console.

	ES3510MA-FLF-38-00103
	IGMP_SNP_Filter:When profile ID is the maximum value:4294967295, can't bind profile on a port by web.

	ES3510MA-FLF-38-00120
	(Enhance) "show memory" - Used plus Free will be equal to the Total DRAM size on the board.

	ES3510MA-FLF-38-00114
	CLI: no "show memory" & "show access-list tcam-utilization" and should remove "show power"

	ES3510MA-FLF-38-00121
	no interface vlan 1 system hang or interface vlan 2 ping will fail

	ES3510MA-FLF-38-00124
	[Enhance-p2] support MVR groups from 255 to 1024

	ES3510MA-FLF-38-00101
	MVR:It doesn't display receiver port join group information correctly.

	ES3510MA-FLF-38-00046
	IGMP Throttling: When max multicast group is higher or equal 255, throttling status is still "False".

	ES3510MA-FLF-38-00158
	MLDSNP: Dynamic joined group doesn't be cleared when timer expired.

	ES3510MA-FLF-38-00156
	ES3510MA config issue

	ES3510MA-FLF-38-00138
	(Enhance) "show running-config" can be specified in interface, {ehternet | port-channel | vlan }.

	ES3510MA-FLF-38-00141
	(Enhance) IP Cluster: The 3-octet OUI shall be moved to SysInclude.

	ES3510MA-FLF-38-00140
	(DCR) DHCPSNP: Rouge server attack, log/trap in its IP address instead of the MAC.

	ES3510MA-FLF-38-00155
	Enhancemane: L2 ipcfg and rif active notification

	ES3510MA-FLF-38-00133
	FR: EAPOL Forwarding/Transparent

	ES3510MA-FLF-38-00146
	[Enhance-p2] sh ip igmp snooping group instead of use sh mac-address-table multicast

	ES3510MA-FLF-38-00145
	IGMP snooping new feature : Leave-Proxy and Immediate-Leave

	ES3510MA-FLF-38-00150
	(Enhance)  Add priority option at configuring MVR/IGMPSNP

	ES3510MA-FLF-38-00154
	[Enhance-p2] CLI: MVR group setting can be seperated

	ES3510MA-FLF-38-00143
	(Enhancement) Enlarge ACL/DiffServ OM capacities in order to fit user applications.

	ES3510MA-FLF-38-00122
	[Enhance-p2] support 4K VLAN

	ES3510MA-FLF-38-00131
	[XSTP]To implement "13.25.1 allSynced" according to IEEE Std 802.1Q-2005.

	ES3510MA-FLF-38-00123
	[Enhance-p2] Spanning tree loopback detection can configure port disable

	ES3510MA-FLF-38-00072
	ACE , ACL and other setting need to follow ES3528MO

	ES3510MA-FLF-38-00144
	DCR: One service policy per port for ES3552M product (Current 32 policy maps in total)

	ES3510MA-FLF-38-00137
	(Enhance) "show spanning-tree" can be specified to only display stp-enabled ports.

	ES3510MA-FLF-38-00135
	Enlarge the max length of VLAN name from 32 to 128

	ES3510MA-FLF-38-00148
	(Enhance) DHCP: DHCP option 82 remote ID can be configured to be Mac or IP

	ES3510MA-FLF-38-00127
	[Enhance-p2] IP source guard: let user can configure max. binding entry

	ES3510MA-FLF-38-00157
	FXC3110(V1.1.0.1)-Issue#11: Console shows crash messages if SNMP-server host is configured and manage through webUI

	ES3510MA-FLF-38-00139
	Enlarge the class statement in policy-map command

	ES3510MA-FLF-38-00097
	LGN: (Enhance) DSCP marking/remarking

	ES3510MA-FLF-38-00151
	WEB interface: Administartion>LLDP>Local Device Information: should not has router

	ES3510MA-FLF-38-00161
	ComboSFP linkup/linkdown every 127sec and cause traffic break awhile

	ES3510MA-FLF-38-00130
	[Enhance-p2] CLI "show interfaces brief"

	ES3510MA-FLF-38-00092
	(Enhance) CLI "show interfaces brief" - brief in one line per interface.

	ES3510MA-FLF-38-00132
	(Enhance) CLI: At a time configure static ip address of the switch, and optionally ip address of the default gateway.

	ES3510MA-FLF-38-00159
	ES3510MA packets loss

	ES3510MA-FLF-38-00136
	Enhance BPDU forwarding

	ES3510MA-FLF-38-00149
	[Enhance-p2] show System resources, CPU utilization and memory status, on the WebGUI and SNMP

	ES3510MA-FLF-38-00147
	[Enhance-p2] combo port un-plug & plug which will cause some setting reset (change)

	ES3510MA-FLF-38-00160
	CLI: provide speed 100fx/1000sfp setting for SFP

	ES3510MA-FLF-38-00128
	[Enhance-p2] support Delay reload

	ES3510MA-FLF-38-00152
	CLI: ES3510MA doesn't has PoE function, so it should not has "power" command

	ES3510MA-FLF-38-00066
	Need to support  show techsupport and debug

	ES3510MA-FLF-38-00052
	The automatic Opcode Upgrade Path description on SNMP description is incorrect.

	ES3510MA-FLF-38-00166
	show runing mrd config always exist and query-interval confige command is wrong

	ES3510MA-FLF-38-00168
	cli_runcfg, always dispaly enble mrd and proxy-query-inteval

	ES3510MA-FLF-38-00169
	MVR won't reply report when received query

	ES3510MA-FLF-38-00174
	ES3528M: help with diagnosis of management freezing

	ES3510MA-FLF-38-00171
	IP source guard: configuration from snmp doesn't work

	ES3510MA-FLF-38-00162
	[DHCPSNP information option, DHCP relay option]It should release mref if  add/remove option82 fail.

	ES3510MA-FLF-38-00104
	Help:IGMP Snooping max group range description is not correct on web help.

	ES3510MA-FLF-38-00175
	copy file run the second time will failed

	ES3510MA-FLF-38-00170
	Cluster: It display invalid data when diable cluster via web

	ES3510MA-FLF-38-00165
	WebUI: show memory size from 123456789 to 123,456,789

	ES3510MA-FLF-38-00180
	LGN: DiffServ: policy-map does not have packets set ip dscp correctly.

	ES3510MA-FLF-38-00126
	[Enhance-p2] support telent server from 4 to 8 session

	ES3510MA-FLF-38-00164
	Enhancement: IP: "show ip interface" may remove "via XX-XX-XX-XX-XX-XX" and  "Bandwidth: 1g"

	ES3510MA-FLF-38-00163
	CLI: remove useless messages in "sh ip in"

	ES3510MA-FLF-38-00179
	FXC3110(V1.1.0.1)-Issue#21: Show running config shows jumbo frames is 10240 which is not equal to user manual description

	ES3510MA-FLF-38-00173
	SNMP: Can not setup ACL in MIB prioAclToCosIfIndex

	ES3510MA-FLF-38-00129
	[Enhance-p2] support select QinQ

	ES3510MA-FLF-38-00178
	IPConfiguration:Set invalid subnet mask:0.0.255.255 without error message,it will be changed to 255.255.0.0 automatically.

	ES3510MA-FLF-38-00176
	XSTP: loopback detection does not work

	ES3510MA-FLF-38-00172
	Enhancement: Check invalid gateway address for cmd: "ip address X X default-gateway X"

	ES3510MA-FLF-38-00177
	IPConfiguration:Change DUT's IP via mib will cause user can't connect to mib and web.

	ES3510MA-FLF-38-00181
	After user configures DAI setting then inject ARP packet to switch then exception will happen

	ES3510MA-FLF-38-00183
	Trunk:Create a static trunk,commmand "sh run" ,it displays "lacp" word in running config.

	ES3510MA-FLF-38-00142
	(Enhance) Add a hot-key in "a" so that "show running" will dispaly all output wihtout pauses.

	ES3510MA-FLF-38-00134
	FR: "clear ip igmp snooping groups", to delete IGMP snooping  multicast groups

	ES3510MA-FLF-38-00167
	Port 1/10 counter is incorrect

	ES3510MA-FLF-38-00115
	AccessModePVID: Can set PVID to non-existing VLAN member.


Runtime V1.1.2.0 (1.1.0.4) ; Loader V0.0.1.5

	ES3510MA-FLF-38-00099
	can't save config. file in flash for R01 units

	ES3510MA-FLF-38-00098
	HW request, controls the SSSMII interface, MAC reg 0x48 with 0x1f8887e3, the waveform looks better and has better EMI result.

	ES3510MA-FLF-38-00095
	extend the length of username and password to 32

	ES3510MA-FLF-38-00084
	Receiving VRRP packets from the HP switch in the topology cause ping loss on ES3510MA


	Known Issue

	Image V1.1.2.0 can only upgrade opcode by same file name in runtime.  So, you must use the same file name as ES3510MA-FLF-38_V1.1.2.0.bix.


Runtime V1.1.0.1 ; Loader V0.0.1.4

	ES3510MA-FLF-38-00059
	(Enhance) Dump stack frame and log messages on task exception

	ES3510MA-FLF-38-00061
	LGN: (Enhance) VLAN: switchport access mode - one single untagged

	ES3510MA-FLF-38-00062
	Traceroute: The output of the traceroute command is not correct when the destination cannot be reached

	ES3510MA-FLF-38-00063
	Show IP interface can show many interface, but this is L2 Switch, do we need to show Loopback 0 AND vlan 2

	ES3510MA-FLF-38-00064
	No show processor in console ? There is CPU utilization chart in web interface 

	ES3510MA-FLF-38-00065
	Please support auto edge, otherwise PC connect to switch will take 30 sec to become forwarding.

	ES3510MA-FLF-38-00067
	Need to support copy and paste configure file to console

	ES3510MA-FLF-38-00071
	MVR : Multicast vlan(source) port in the other (receriver) port is untagged. but the set is tagged. So the VLC 

	ES3510MA-FLF-38-00073
	Rule: Add relocation PCL code for the fail-safe when allocating PCE.

	ES3510MA-FLF-38-00074
	DAI: can't forward arp packet to mac-based vlan, protocol-vlan  

	ES3510MA-FLF-38-00075
	GVRP issue sync from ES3528MO

	ES3510MA-FLF-38-00079
	MAC-Auth: if the MAC-auth port receives a large amount of traffic, the DUT will not be reachable

	support
	show techsupport


	Known Issue

	Image older than V1.1.2.0 (loader is 0.0.1.4) can not save configure file and upgrade opcode from runtime.  Please contact our technical support to help you.


Any other problems than those listed above should be reported to our Technical Support Staff.

Known RESTRICITIONS AND Limitations:
	1. Ingress TCP Rate limit: If you need accurate ratio of ingress TCP rate limit, you can use ACL rule plus DiffSev way to manage the bandwidth of input.

	2. The jumbo frame size is 10240 which is different with manual and html help file.  User can not change the size. (ES3510MA-FLF-38-00179)

	3. Vlan trunking can be supported on all ports.  The manual is incorrect on “VLAN trunking can only be enabled on Gigabit Ethernet port or trunks”

	4. VLAN mirroring or MAC-based mirroring can not coexist with Port mirroring.  While VLAN mirroring and MAC-based mirroring can be coexisted, but they must use the same target port.

	5. MAC Chip limit: unicast, multicast, broadcast and storm control all use one same threshold, although each one can enable/disable independent.  If user need to use different threshold for each one, he must use rule (diffserv) to do it.

	6. PHY chip limit: Cable Test on Power Saving is highly inaccurate.  If you want to get accurate cable test, please turn off power saving mode first.

	7. PHY chip limit: GE port can do cable diagnostic in linkup, but FE & GE ports can only do cable diagnostic in linkdown without partner 

	8. PHY chip limit: Power saving (green Ethernet) is work for GE port only.

	9. MAC chip limit: There is no HW loopback detection without STP (loop-free detection)

	10. MAC chip limit: Can not support multiple uplink ports on one session

	11. IGMPSNPv3 ASM: we only recognize IGMP V3 report without src_ip_list

	12. No mac-learning command for CLI and webUI, the manual is incorrect.

	13. An ACL can contain 64 rules, but the value in manual is wrong

	14. Web UI only support IE 7 and above version.

	15. After phase5, when you add one user level 15, you can remove both admin user and guest user. But, we will create them again in next bootup.  You should use “no user admin” to disable admin account if you don’t need admin account.

	16. In Phase 5, we add port history counter function. But, chip don’t support input/output discard packet counter.  So, its values are always 0.


If your current firmware version is 1.1.2.0, you must setup “Destination file name:” to same as ES3510MA-FLF-38_V1.1.2.0.bix.  After that version, you can setup any file name you want.
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