
ENGINEERING RELEASE NOTES

ASF4512MP-FLF-EC
Firmware Version 1.2.0.3
INTRODUCTION:
ASF4512MP-FLF-EC supports 12 Gigabit combo ports, which are comprised of an RJ45 and a SFP.* 10/100/1000 CU built-in associated Mini-GBIC slots
Using IP Clustering for stacking which is a method of grouping switches regardless of geographical location in order to enable centralized management access to the switches through a single management point. This technology provides some of the benefits of stackable switches without requiring direct stacking or connections between switch units. It also allows different kinds of switches to be grouped together, as long as they have the embedded clustering software.

It offers advanced administration through a user-friendly browser interface. QoS and VLAN Supports allows greater scalability and Supports for business-critical applications. Port can be trunked to create a high bandwidth pipe to the network.

It also has comprehensive network management functions, such as Spanning Tree protocol for standard bridging, SNMP, RMON and security features.
	It is recommended that one thoroughly review this release notes prior to the installation or upgrade of this product.


Firmware Specification:
	Firmware
	Version
	File Name

	Loader
	1.0.2.2
	ecs4810_12m_ld_V1.0.2.2.bix

	Software
	1.2.0.1
	ecs4810_12m_v1.2.0.1.bix


	Status
	Version No.
	Type
	Release Date

	Phase 3
	
	
	

	Patch Version
	1.2.0.3
	CC: EC_VOB ES4626F-SW-FLF-38_ASF4512MP_Phase3_branch (2015/7/24 1:30PM)
	2015/7/24

	ECN Version
	1.2.0.1
	NTC test
	2014/10/02

	Test Version
	1.2.0.0
	NTC test
	2014/09/29

	Test Version
	1.1.9.0
	NTC test
	2014/08/28

	Phase 2
	
	
	

	Current Version
	1.1.4.12
	Patch version
	2014/07/29

	Current Version
	1.1.4.11
	Patch version
	2014/03/25

	Previous Version
	1.1.4.10
	Patch version
	2014/03/03

	Previous Version
	1.1.4.9
	Patch version
	2014/01/16

	Previous Version
	1.1.4.8
	Patch version
	2013/10/07

	Previous Version
	1.1.4.6
	Patch version
	2013/08/15

	Previous Version
	1.1.4.5
	Patch version
	2013/07/30

	Previous Version
	1.1.4.4
	Patch version
	2013/07/04

	Previous Version
	1.1.4.3
	Patch version
	2013/06/21

	Previous Version
	1.1.4.2
	Patch version
	2013/06/07

	Previous Version
	1.1.4.1
	Fromal release
	2013/04/26

	Previous Version
	1.1.3.2
	NTC test
	2013/04/15

	Previous Version
	1.1.2.2
	Patch version
	2012/10/19

	Previous Version
	1.1.2.0
	TS test
	2012/10/05

	Previous Version
	1.1.0.1
	Fromal release
	2012/04/20

	Phase 1
	
	
	

	Previous Version
	1.0.9.1
	NTC test
	2012/03/28

	Previous Version
	1.0.9.0
	NTC test
	2012/03/07

	Previous Version
	1.0.8.0
	Fromal release
	2011/12/20

	Previous Version
	1.0.7.2
	NTC test
	2011/12/08

	Previous Version
	1.0.7.1
	NTC test
	2011/11/10

	Previous Version
	1.0.6.3
	Patch version
	2011/09/22

	Previous Version
	1.0.6.2
	Patch version
	2011/08/15

	Previous Version
	1.0.6.1
	Patch version
	2011/07/01

	Previous Version
	1.0.6.0
	NTC test
	2011/06/03

	Previous Version
	1.0.3.8
	NTC test
	2011/05/06

	Previous Version
	1.0.3.7
	NTC test
	2011/04/15

	Previous Version
	1.0.3.4
	NTC test
	2011/02/25

	Previous Version
	1.0.3.3
	Full test
	2010/12/31

	Previous Version
	1.0.2.2
	Full test
	2010/10/24

	Previous Version
	09.21.16.13
	Internal test
	2010/09/21

	Previous Version
	09.10.18.08
	Internal test
	2010/09/10

	
	
	
	


HARDware compatibility:
ASF4512MP-FLF-EC (ECS4810-12M)
ASE3526MP-FLF-EC (ECS3810-26T)

BootPROM compatibility:
ALL
Network Management Software Support:
If you install this image, you may not have control of all of the latest features of this product until the next version(s) of network management software. Please review the software release notes for your specific network management platform for details.

SUPPORTED FUNCTIONALITY:
	Accton Product Feature List
	ECS4810-12M

	Product Configuration
	12 Combo GE ports + 1 management port

	Switch ASIC
	Marvell 98DX3031

	PHY
	Marvell
88E1340(S) + 88E1112

	Flash Memory
	32MB

	SDRAM
	128MB

	CPU
	98DX3031 embedded CPU

	L2 MAC Table
	16K

	PoE
	No

	Standalone/Stackable
	Standalone

	Layer 2 Features
	　
	　

	Link Aggregation 
	802.3ad with LACP
	YES  
1) Total 6 Trunks (including Cisco EtherChannel Like trunks 
2) 2~8 port/trunk GE 

	
	Cisco EtherChannel Liked
	YES  
1) Total 6 Trunks (including Cisco EtherChannel Like trunks 
2) 2~8 port/trunk GE 

	
	Unicast / Multicast traffic Balance over Trunking port 
	YES
1) Unicast : MAC SA/DA

	VLAN
	IEEE 802.1Q Tagged Based
	YES

	
	Port-Based
	YES 

	
	MAC-Based
	YES

	
	IP-Based
	YES

	
	Private VLAN
	YES 
(Traffic Segmentation per port/VLAN by chip)


	
	GVRP
	YES

	
	802.1v Protocol
	YES

	
	IPv6 VLANs
	YES

	
	voice VLAN
	YES

	
	4K (4092) VLANs
	YES 

	
	VLAN Trunking
	YES

	Spanning Tree
	IEEE 802.1D
	YES

	
	IEEE 802.1s
	YES (32 instances) 

	
	IEEE 802.1w
	YES

	
	Spanning Tree Fast Forwarding
	YES

	
	Loopback Detection
	YES (can select port disable in phase 2)

	
	Auto Edge Port
	YES

	
	BPDU Filter/Guard
	YES

	
	Root Guard
	YES

	Broadcast/Multicast/UnknownUnicast Storm Control
	YES
(no Broadcast, B+M, B+M+DLF limit)

	IGMP Snooping
	IGMP Snooping v1/v2
	YES

	
	IGMP v1/v2 querier support
	YES

	
	IGMP Immediate Leave
	YES

	
	IGMP Filtering/Throttling
	YES

	
	IGMP SNP Leave Proxy
	YES

	
	IGMP v1/v2/v3 Proxy
	YES

	
	IGMPV3 Snooping
	YES

	MVR
	YES 
(groups - admin: 1024, active: 1024)

	Jumbo Frame
	10K

	QinQ
	YES

	select QinQ
	YES

	EAPS
	　
	NO 

	Auto MDI/MDIX
	Auto

	Types of GBIC and SFP support (LX, SX, LH, FX)
	YES

	G.8032 (ERPS)
	　
	YES (support 6 rings)

	Y.1731
	　
	YES 

	802.1ag (CFM)
	　
	YES 

	802.3ah (OAM)
	CO & CPE
	YES 

	QoS  Features
	　
	　

	Number of priority queues
	8 queues/port

	Scheduling for priority queues
	WRR Priority scheduling
	YES (Shaped Deficit WRR)

	
	Strict Priority scheduling 
	YES

	
	Hybrid
	YES (Shaped Deficit WRR + Strict)

	COS
	802.1p based COS 
	YES (per system)

	
	IP TOS Precedence based COS
	NO

	
	IP DSCP based COS 
	DSCP Only (per system)

	
	TCP/UDP Port based COS
	YES (no command)

	Rate Limiting
	Ingress
	YES
1) Per Port-based
2) FE: 
- 64Kbps ~ 100Mbps
- Resolution 64Kbpls
3) GE: 
- 64Kbps ~ 1000Mbps
- Resolution 64Kbps

	
	Egress 
	YES
1) Per Port-based
2) FE: 
- 64Kbps ~ 100Mbps
- Resolution 64Kbpls
3) GE: 
- 64Kbps ~ 1000Mbps
- Resolution 64Kbps

	DiffServ
	YES

	Security Features
	　

	Static Port Security (MAC-based)
	YES

	Dynamic Port Security (MAC-based)
	YES

	MAC Limitation per port
	YES

	802.1x 
(authenticator)
	Port-Based
	YES

	
	MAC-Based
	YES

	
	VLAN Assignment
	YES

	
	QoS Assignment  (w/o ACL profile)
	YES

	
	QoS assignment w/ ACL profile
	YES

	
	Guest VLAN
	YES

	
	Supplicant Support
	YES

	
	EAPOL frames pass-through
	YES

	MAC Authentication
	YES

	WEB Authentication
	YES

	ACL
	Number of rules
	1024
(extended mode 512 rules)

	
	L2/L3/L4
	YES
1) L2 SA/DA MAC, VLAN based
2) L3 IP SA/DA, subnet based
3) L4 TCP/UDP port
4) IPv6 

	
	Time-Based (Time Range)
	YES

	RADIUS authentication
	YES

	RADIUS  authorization and accounting
	YES

	TACACS+ Authentication 
	YES

	TACACS+ authorizaion and accounting
	YES

	HTTPS and SSL (Secured Web)
	YES

	SSH 1.5/V2.0 (Secured Telnet session) 
	YES

	User name password 
authentication
	Local Authentication
	YES

	
	Remote Authentication 
via  RADIUS/TACACS+
	YES

	Management Interface
 Access Filtering  
	SNMP
	YES

	
	WEB
	YES

	
	TELNET/SSH
	YES

	Intrusion Lock (Link Detection)
	YES

	MAC filter
	YES

	Traffic Segmentation
	YES 

	PPPoE Intermediate Agent
	NO (will add in future)

	Management Features
	　

	    Cisco Like CLI
	YES

	CLI filtering and terminal setting
	NO 

	Web Based Management
	YES

	Telnet
	Client
	YES 

	
	Server
	YES (8)

	Software Download/Upgrade
	TFTP
	YES 

	
	Xmodem / Ymodem
	YES  (Runtime, Loader)

	
	Diag support TFTP download
	NO

	
	FTP
	YES

	
	HTTP
	YES 

	Dual Image 
	YES

	Configuration Download/Upload
	TFTP
	YES (Multiple Copies)

	
	HTTP
	YES (Multiple Copies)

	Auto upgrade
	TFTP
	YES

	Auto upgrade
	FTP
	YES

	SNMP
	v1
	YES

	
	v2c
	YES

	
	v3
	YES

	RMON
	RMON I (1,2,3,9 group)
	YES

	
	RMON 2
	YES

	MIB I/II
	RFC 1213
	YES

	BOOTP
	Client
	YES

	
	Relay
	NO

	DHCP
	Client
	YES

	
	Relay
	NO

	
	Snooping
	YES

	
	Snooping Option 82
	YES

	
	Dynamic Provision (via Option 66,67)
	YES

	
	Option 82
	YES

	
	Relay option 82
	YES 

	
	Server
	No

	IP Source Guard
	YES
(user can config max. binding entry)

	Port Mirroring
	YES

	Remote Port Mirroring
	　
	YES

	Event/Error Logging
	Syslog (Local Flash)
	YES
1) 512 entries
2) 256Kbyte Flash

	
	Remotelog (RFC3164)
	YES
1) Cisco-like
2) Support up to 5 Servers

	
	SMTP (E-mail Notification)
	YES

	DNS
	Client
	YES

	
	Proxy
	YES

	Remote Ping
	YES

	SNTP
	YES

	NTP
	　
	NO 

	IP Clustering
	YES (36 members)

	LLDP(802.1ab)
	Link Layer Discovery Protocol
	YES

	
	LLDP-MED
	YES 

	
	IEEE 802.3at
	NO

	UPnP
	NO 

	Banner
	YES

	MAC Flush
	YES

	sFlow
	YES

	Dynamic ARP inspection (DAI)
	YES

	VLAN mirror
	YES

	MAC Based mirror
	YES

	ATC
	YES

	Delay reload
	YES

	CLI “show debug”
	YES (DHCP,xSTP)

	CLI “show tech”
	YES

	CLI “show interfaces brief”
	YES

	Cable Diagnostics / TDR
	YES

	Port Utilization (kbits/sec, Pkts/sec, % Util in recent 300secs)
	YES

	IPv6 Management (Telnet Server/ICMP v6)
	YES

	Green Ethernet
	YES 

	multiple management ip support
	YES 

	PoE 
	NO

	Monitor Environment
	Power Status
	YES

	IPv6 Features 
	　

	IPv4/IPv6 Dual Protocol Stack
	　
	YES

	IPv6 Address Types
	Unicast
	YES

	
	Multicast
	This is only used internally. Not configurable.

	ICMPv6
	　
	YES

	ICMPv6 Redirect (Host)
	　
	YES

	IPv6 Path MTU Discovery
	　
	YES

	IPv6 Neighbor Discovery
	Router Discovery
	YES

	
	Duplicate Address Detection
	YES

	
	Static Cache Entry
	NO

	
	Parameter Discovery
	YES

	
	Prefix Discovery
	YES

	
	Address Resolution
	YES

	
	Unreachable Neighbor Detection
	YES

	
	Redirect (Host)
	YES

	Stateless Autoconfiguration
	　
	YES

	Manual Configuration
	　
	YES

	Generic Prefix
	NO

	SNMP over IPv6
	　
	YES

	HTTP over IPv6
	　
	YES

	SSH over IPv6
	　
	YES

	IPv6 Telnet Support
	　
	YES

	IPv6 DNS Resolver
	　
	YES

	IPv6 RADIUS+ Support
	　
	NO

	IPv6 TACACS+ Support
	　
	NO

	IPv6 Syslog Support
	　
	YES

	IPv6 SNTP Support
	　
	YES

	IPv6 SMTP Support
	　
	NO

	IPv6 TFTP Support
	　
	YES (CLI not support)

	Remote IPv6 Ping 
	　
	YES

	MVR6
	YES

	IPv6 QoS
	　

	IPv6 ACL
	Number of rules:
	　

	　
	L2/L3/L4
	YES 

	IPv6 DSCP remapping CoS
	 
	NO


Layer 4 Sanity Check Filters:
· Packet is of type IPv4/6 TCP, but sent using MAC multicast mechanism

· TCP packet with all flags set to zero

· TCP packet with FIN URG and PSH flags set

· Both SYN and FIN flags in TCP packet are set

· Both SYN and RST flags in TCP packet are set

· TCP or UDP packet has source or destination port set to zero

· All the above TCP packet checks

· Fragmented ICMPv4 packet

· ARP packet MAC SA addresses in MAC header and in ARP packet payload do not match

Installation and Configuration Notes:
In general, the ASF4512MP Switch will be shipped to you pre-configured with this version of firmware. If you would like to upgrade an existing ASF4512MP Switch, please follow the TFTP download instructions that are included with your firmware image upgrade kit.
To download new firmware form a TFTP server, enter the IP address of the TFTP server, select “opcode” as the file type, then enter the source and destination file names. To start the new firmware, enter the “reload” command or reboot the system.
CLI commands:
Console#copy tftp file
TFTP server IP address: 192.168.1.23
Choose file type:
1. config:  2. opcode:  : 2
Source file name: opcode.bix
Destination file name: opcode.bix
\Write to flash programming.

Programming flash started.

Success.
Console#reload
Firmware Changes and Enhancements:
The following Known Issues have been fixed in this release of firmware.
Runtime V1.2.0.3, Loader 1.0.2.2
	
	EPR
	Headline

	1
	ASF4512MP-FLF-EC-00506
	OAM dying gasp occurred and clear at the same time if power off switch

	2
	ASF4512MP-FLF-EC-00515
	Enhancement: add Non-STP Loopback detection function

	3
	ASF4512MP-FLF-EC-00518
	error msg is shown when diag execute swinit

	4
	ASF4512MP-FLF-EC-00520
	VLAN translation on trunk port - CLI and SNMP

	5
	ASF4512MP-FLF-EC-00522
	refine VLAN translation

	6
	ASF4512MP-FLF-EC-00523
	remove setting of VLAN trasnlation from port-channel if there is no member


Runtime V1.2.0.1 ; Loader V1.0.2.2

	ASF4512MP-FLF-EC-00517
	mac addr of DUT in uboot and runtime is different
· Only update the loader to V1.0.2.2 to fix this issue


Runtime V1.2.0.1 ; Loader V1.0.2.1

	ASF4512MP-FLF-EC-00501
	Enhancement: support new chip in loader
· Only update the loader to V1.0.2.1 to fix the craft port issue.


Runtime V1.2.0.1 ; Loader V1.0.2.0

	ASF4512MP-FLF-EC-00514
	IPConfiguration: The DUT can't get the IP when set the IP address to dhcp mode.

	ASF4512MP-FLF-EC-00509
	IPConfiguration: The DUT can't get the IP when set the IP address to dhcp mode.


Runtime V1.2.0.0 ; Loader V1.0.2.0

	ASF4512MP-FLF-EC-00512
	Diffserv: bundle rate doesn't work

	ASF4512MP-FLF-EC-00511
	WEB: The link status of ports don't show the information on web page.

	ASF4512MP-FLF-EC-00508
	ConfigurationFile: The DUT will dumping the  exception message and crash when type the "copy startup-config running-config"


Runtime V1.1.9.0 ; Loader V1.0.2.0

	ASF4512MP-FLF-EC-00465
	Error messages and swith reboots by itself during uploading F/W

	ASF4512MP-FLF-EC-00503
	Enhancement: Add squashfs compress function for runtime image

	ASF4512MP-FLF-EC-00498
	MAC ACL support 802.1p(COS) field

	ASF4512MP-FLF-EC-00499
	Change Priority of PPPoE and MAC ACL

	ASF4512MP-FLF-EC-00488
	Failed to set strict queue mode.

	ASF4512MP-FLF-EC-00487
	[SYNCEDRV] Show I2C error message on board that does not support SyncE

	ASF4512MP-FLF-EC-00478
	Phenomenon: Switch CPU utilization 100% and web fails after OPENSSL vulnerability test.

	ASF4512MP-FLF-EC-00477
	Disable igmp snooping on specific vlan then multicast traffic will not flood in that vlan

	ASF4512MP-FLF-EC-00475
	capability [web]: web display error

	ASF4512MP-FLF-EC-00456
	ECS4810-12M MIB issue

	ASF4512MP-FLF-EC-00492
	EEnhancement: Add command for un-tagged frame type


Runtime V1.1.4.12 ; Loader V1.0.0.8

	ASF4512MP-FLF-EC-00500
	I2C: Still receive 1 byte data even SFP return NACK in READ mode, to work around with Source Photonics SPL-45GB-EBZ-CDA

	ASF4512MP-FLF-EC-00495
	VLAN Translation not work for multicast

	ASF4512MP-FLF-EC-00476
	VLAN 4093 will disappear in mst configuration when move it from instance 0 to another instance


Runtime V1.1.4.11 ; Loader V1.0.0.8

	ASF4512MP-FLF-EC-00472
	trap of alarm input is sent when i2c bus fails


Runtime V1.1.4.10 ; Loader V1.0.0.8

	ASF4512MP-FLF-EC-00461
	CPU process increase to 100%

	ASF4512MP-FLF-EC-00462
	web GUI problem : ERPS clear command

	ASF4512MP-FLF-EC-00463
	web problem : The dhcp of vlan 1 could not disabled from GUI.

	ASF4512MP-FLF-EC-00464
	web problem : can not remove vlan 1 on trunk port

	ASF4512MP-FLF-EC-00468
	edit error in config file manually and copy to startup-config will reset switch to factory default

	ASF4512MP-FLF-EC-00471
	one mvr source port receives only 1 query, but forward 2 querys to another mvr souce port

	ASF4512MP-FLF-EC-00473
	mvr proxy switching sends igmp report with source ip 0.0.0.0

	ASF4512MP-FLF-EC-00466
	Enhancement: Add Daylight Saving Time (DST) function


Runtime V1.1.4.9 ; Loader V1.0.0.8

	ASF4512MP-FLF-EC-00467
	Enhancement: add Non-STP Loopback detection function

	ASF4512MP-FLF-EC-00460
	MAC FLASH  of ERPSv1 and v2

	ASF4512MP-FLF-EC-00458
	CFM Cofiguraton lost after reboot device.

	ASF4512MP-FLF-EC-00457
	Enhancement: OAM support dying gasp.
1. dying gasp clear OAM event log 
2. linkup/down OAM event log 
3. clear OAM event log CLI command

	ASF4512MP-FLF-EC-00455
	STP loopback detection "shutdown" works incorrectly


Runtime V1.1.4.8 ; Loader V1.0.0.8

	ASF4512MP-FLF-EC-00453
	Dos-Protection will drop multicast traffic which src/dst port is zero.Need command to disable/enable Dos-Protection function.

	
	it doesn't rewrite new messages to memory neither send them to remote syslog server

	
	Enhancement: ignore the fake link up/down in power saving mode


Runtime V1.1.4.6 ; Loader V1.0.0.8

	ASF4512MP-FLF-EC-00450
	Log : There are no syslogs from DUT to the (IPv4/IPv6) host .


Runtime V1.1.4.5 ; Loader V1.0.0.8

	ASF4512MP-FLF-EC-00448
	When we create a static port-channel without any member, we can't see this setting via web.

	
	ATC_ allow to enable ATC BC and Storm control MC

	
	NTP cause CPU alarm time counter error


Runtime V1.1.4.4 ; Loader V1.0.0.8

	ASF4512MP-FLF-EC-00449
	Clock Source Selectiong, number lower shall be better

	ASF4512MP-FLF-EC-00447
	erps forced-switch won't trigger "renew" mac-address table

	Sync-E
	Change the DPLL operation mode of SyncE ASIC as Automatic Normal Mode when using manual clock source selection mode to improve the output clock performance. Per Zarlink FAE’s suggestion, the output clock jitter would be 0ppm when it enters Holdover Mode.


Runtime V1.1.4.3 ; Loader V1.0.0.8

	
	Update correct file for sync-e which is wrong in V1.1.4.2


Runtime V1.1.4.2 ; Loader V1.0.0.8

	ASF4512MP-FLF-EC-00443
	Sync-e: active source clock status always shows bad

	ASF4512MP-FLF-EC-00440
	when igmpsnp group entry is full, configure more static groups will cause exception sometimes

	ASF4512MP-FLF-EC-00441
	mldsnp cannot filter group report according to profile configuration

	ASF4512MP-FLF-EC-00442
	SSM packet will cause port link down and up

	ASF4512MP-FLF-EC-00444
	CLI: remove control-plane from configure, because it's useless in this project


Runtime V1.1.4.1 ; Loader V1.0.0.8

	ASF4512MP-FLF-EC-00438
	IGMP-Auth: Continuous authentication fail, console print error message and device auto reboot.

	ASF4512MP-FLF-EC-00435
	SNMP: Can't compile MIB file successful.


Runtime V1.1.3.2 ; Loader V1.0.0.8
	
	[enhancement] IGMP authentication

	
	[enhancement] need to be able to filter the PVST packets of Cisco

	ASF4512MP-FLF-EC-00432
	Web UI: front panel display wrong linkup port (copper -> fiber)

	ASF4512MP-FLF-EC-00430
	[MLDSNP] "no immediate-leave by-host-ip" should not shown in runnug-config since it is default configuration

	ASF4512MP-FLF-EC-00428
	Enhancement: Rule ctrl does not use ace type from rule_type.h

	ASF4512MP-FLF-EC-00413
	Enhancement: MIB file modification to meet standard specification (ipcfg/rip/ospf ,etc.)

	ASF4512MP-FLF-EC-00403
	Enhancement: max active ports of trunk

	ASF4512MP-FLF-EC-00407
	CFM: Range of MA name is wrong in web help message page.

	ASF4512MP-FLF-EC-00429
	CLI command "Show interface transceiver" fails after the SFP has been inserted for more than 248 days

	ASF4512MP-FLF-EC-00424
	packets cant be forwarded if injecting traffic to fiber ports during switch booting up

	ASF4512MP-FLF-EC-00426
	show igmpsnp group exception when port switch to another vlan with multicast data injecting

	ASF4512MP-FLF-EC-00414
	copy startup-config tftp (copy startup-config ftp) ---> Destination file name only allow 32 characters

	ASF4512MP-FLF-EC-00423
	Can’t set default gatewat for craft port

	ASF4512MP-FLF-EC-00410
	Management port link up/down status doesn't has syslog and trap and web UI change

	ASF4512MP-FLF-EC-00421
	mac-vlan setting can't be saved

	ASF4512MP-FLF-EC-00404
	Configure file on switch with name "p", then it could never be deleted.

	ASF4512MP-FLF-EC-00425
	[Netinsight]Terminal length and width commands didn't work well


Runtime V1.1.2.2 ; Loader V1.0.0.7

	ASF4512MP-FLF-EC-00420
	mac-vlan configure is lost after reload

	ASF4512MP-FLF-EC-00419
	Enable dhcp snooping client can't get IP


Runtime V1.1.2.0 ; Loader V1.0.0.7

	ASF4512MP-FLF-EC-00396
	Enhancement: AGG [TC-15(c)], send OAM critical event and log when port is shutdown by user

	ASF4512MP-FLF-EC-00395
	Enhancement: AGG [TC-08], user can specify data pattern and priority for CFM Loopback test.

	ASF4512MP-FLF-EC-00415
	Enhancement: add vlan translation function

	ASF4512MP-FLF-EC-00416
	Enhancement: add show debug function for DHCP

	ASF4512MP-FLF-EC-00417
	Enhancement: add show debug function for XSTP

	ASF4512MP-FLF-EC-00409
	Redundant power status is not correct

	ASF4512MP-FLF-EC-00411
	After switch reload, GUI port status failed

	ASF4512MP-FLF-EC-00402
	SFP Port  Shutdown  need to TX disable

	ASF4512MP-FLF-EC-00405
	enable MDLv2 Snooping, RFC4541

	ASF4512MP-FLF-EC-00398
	LLDP: Can't display remote vlan name when length over 32.

	ASF4512MP-FLF-EC-00400
	Trap: currentAlarmWarnCease(25) doesn't connect to correct DDM log message

	ASF4512MP-FLF-EC-00401
	MIB: MIB OID is not consistent with superset


Runtime V1.1.0.1 ; Loader V1.0.0.7

	ASF4512MP-FLF-EC-00387
	This issue should be caused by specific DDM transceiver. If default value of DDM is lower or higher than setting value.

	ASF4512MP-FLF-EC-00400
	Trap: currentAlarmWarnCease(25) doesn't connect to correct DDM log message


Runtime V1.0.9.1 ; Loader V1.0.0.7

	ASF4512MP-FLF-EC-00389
	modify the DDM command interface such as no or disable transceiver-threshold xxx

	ASF4512MP-FLF-EC-00287
	LLDP: Web page can't display remote multiple device in detail.

	ASF4512MP-FLF-EC-00375
	Project specific backdoor passwd

	ASF4512MP-FLF-EC-00328
	WEB: update help files for new functions

	ASF4512MP-FLF-EC-00394
	ARP: ARP entry on Craft port can not be deleted immediately by clear arp-cache.

	ASF4512MP-FLF-EC-00391
	Failed to clear arp cache on craft port

	ASF4512MP-FLF-EC-00393
	Exception: The device occrued exception error and WebUI crashed.

	ASF4512MP-FLF-EC-00372
	Enhancement: MIB file modification to meet standard specification

	ASF4512MP-FLF-EC-00220
	LLDP: Can't display LLDP port information details on web


Runtime V1.0.9.0 ; Loader V1.0.0.7

	ASF4512MP-FLF-EC-00376
	[CODESONAR] Analysis for OAM

	ASF4512MP-FLF-EC-00380
	ERPS: IGMP control packer from trunk member can not be blocked when the trunk is set as a ring port.

	ASF4512MP-FLF-EC-00385
	Can't apply minus transcevier-treshold , if I didn't insert DDM transceiver

	ASF4512MP-FLF-EC-00388
	Enhancement: add software watchdog function

	ASF4512MP-FLF-EC-00341
	ECS4810-12M When clicking the action button, sometimes this page is displayed : 404 Not found

	ASF4512MP-FLF-EC-00323
	RSPAN: Session range on WebUI is wrong.

	ASF4512MP-FLF-EC-00285
	ACL: If one ACE includes source port and destination port, this ACE cann't be delete from WebUI.

	ASF4512MP-FLF-EC-00381
	Syslog: Coding for memset on SYSLOG_MGR_AddFormatMsgEntry_Smtp

	ASF4512MP-FLF-EC-00373
	[Enhancement] craft port display VLAN 4097 interface when show ARP command, it should use craft

	ASF4512MP-FLF-EC-00333
	Enhancement: add command to display ARP statistic

	ASF4512MP-FLF-EC-00386
	show tech-support command on v1.0.8.0 do not respond any information.

	ASF4512MP-FLF-EC-00384
	sflow: restart sflow without destination IP, the switch must froze displaying some debug message

	ASF4512MP-FLF-EC-00379
	Trap: modify SFP threshold trap to correct value


Runtime V1.0.8.0 ; Loader V1.0.0.7

	ASF4512MP-FLF-EC-00378
	Syslog: not support DDM still trigger syslog for DDM alarm/warning

	ASF4512MP-FLF-EC-00372
	Enhancement: MIB file modification to meet standard specification


Runtime V1.0.7.2 ; Loader V1.0.0.7

	ASF4512MP-FLF-EC-00296
	SelectiveQinQ: SelectiveQinQ configurataion does not be implememt on WebUI.

	ASF4512MP-FLF-EC-00374
	CLI: revise epld version for show version

	ASF4512MP-FLF-EC-00363
	System: When upgrade image; all command session timeout, IGMP groups losing and print error message.

	ASF4512MP-FLF-EC-00362
	System: When upgrade image; all command session timeout, IGMP groups losing and print error message.

	ASF4512MP-FLF-EC-00283
	switch freeze

	ASF4512MP-FLF-EC-00112
	PortSecurity: DUT not discard invalid packets as configure maximum counters.

	ASF4512MP-FLF-EC-00364
	System: DUT should not have intrusion MAC address and send Trap as learning address less maximum counter.

	ASF4512MP-FLF-EC-00358
	HTTPs: the CN in the HTTPs certification is incorrect

	ASF4512MP-FLF-EC-00370
	System: The unicast packets always are flooded after reboot the DUT.

	ASF4512MP-FLF-EC-00361
	System: After reboot the DUT; unicast traffic flooded, all command session timeout and LACP trunk not produced.

	ASF4512MP-FLF-EC-00366
	SNMP: "swProdDescription" value is not correct

	ASF4512MP-FLF-EC-00360
	ECS4810-12M Trunk problem, The traffic almost never re-route if one of the Ethernet links are removed so the trunk only consi

	ASF4512MP-FLF-EC-00354
	ECS4810-12M port-channel load balance issue

	ASF4512MP-FLF-EC-00369
	System: Shutdown and no shutdown port, DUT cannot send ICMP-Reply.

	ASF4512MP-FLF-EC-00367
	SNMPv3: The DUT can't send traps correctly with 2 subnet received hosts

	ASF4512MP-FLF-EC-00357
	System: The CCMs is looped in system as receiving port is MIP.

	ASF4512MP-FLF-EC-00359
	SNMP: undefined trap - ecs4810-12mTrapsPrefix.140

	ASF4512MP-FLF-EC-00355
	HTTP: launching HTTP with DOS prompt window causes unexpect message

	ASF4512MP-FLF-EC-00365
	System: CLI return error message as topology change.

	ASF4512MP-FLF-EC-00356
	HTTPs: launching HTTPs service causes unexpected messages displayed on the CLI

	ASF4512MP-FLF-EC-00351
	[MIB File Issue] ECS4810-12M MIB does not define trap No.140

	ASF4512MP-FLF-EC-00332
	SNMP:Can't getbulk from Object Label = amtrMacAddrAgingStatus(Object ID = 1.3.6.1.4.1.1991.1.16.1.1.1.8.3)

	ASF4512MP-FLF-EC-00274
	[ACL] Even if TOS number of the packet match permit entry in ACL rule, the packet can't be forwarded by DUT

	ASF4512MP-FLF-EC-00174
	TFTP: TFTP transmission via craft port fail

	ASF4512MP-FLF-EC-00279
	SNMP_qBridgeMIB: dot1vProtocolGroupTable & dot1vProtocolPortTable are no use.


Runtime V1.0.7.1 ; Loader V1.0.0.6
	ASF4512MP-FLF-EC-00343
	Enhancement: When dual firmware master is failed, boot from backup firmware

	ASF4512MP-FLF-EC-00344
	Enhancement: Support DDM in MIB node

	ASF4512MP-FLF-EC-00088
	CFM: Use port mac for up MEP.

	ASF4512MP-FLF-EC-00348
	Enhancement: ERPS statistics information

	ASF4512MP-FLF-EC-00345
	Enhancement: ERPS work with link aggregation on the ring ports

	ASF4512MP-FLF-EC-00352
	ECS4810-12M Add detail trap information on log message

	ASF4512MP-FLF-EC-00246
	ATC: ATC does not be implemented on WebUI.

	ASF4512MP-FLF-EC-00302
	correction to grammar/spelling

	ASF4512MP-FLF-EC-00141
	SNMP: MIB browser get error when MIB walk by craft port

	ASF4512MP-FLF-EC-00296
	SelectiveQinQ: SelectiveQinQ configurataion does not be implememt on WebUI.

	ASF4512MP-FLF-EC-00238
	MVR6: MVR6 does not be implemented on WebUI.

	ASF4512MP-FLF-EC-00187
	IGMP-SNP: After sent IGMP leave message, CLI print debug message.

	ASF4512MP-FLF-EC-00086
	filename: If it uses too long filename in TFTP image download in Loader environment, command "dir" would work abnormally.

	ASF4512MP-FLF-EC-00145
	L2SW: Fast pluging SFT module cause error message printed.

	ASF4512MP-FLF-EC-00314
	System: Shutdown and no shutdown the members of LACP Trunk, CLI shall return error message sometimes.

	ASF4512MP-FLF-EC-00350
	LAN: LAN_SendMultiPacket cant work correctly

	ASF4512MP-FLF-EC-00322
	IPv6-ACL: ACE can not be deleted via CLI and WebUI.

	ASF4512MP-FLF-EC-00349
	need to rebind ACL rules on port, and then New ACL rule can work.

	ASF4512MP-FLF-EC-00334
	LLDP-MED: The DUT did not support the local information of LLDP-MED objects on standard MIB.

	ASF4512MP-FLF-EC-00347
	log enhancement : add port information to STA topology change notification

	ASF4512MP-FLF-EC-00346
	Diag: add fiber port test in diag. external loopback.

	ASF4512MP-FLF-EC-00332
	SNMP:Can't getbulk from Object Label = amtrMacAddrAgingStatus(Object ID = 1.3.6.1.4.1.1991.1.16.1.1.1.8.3)

	ASF4512MP-FLF-EC-00282
	Cannot log dying gasp message in oam event log

	ASF4512MP-FLF-EC-00317
	System: Host loss IGMP group as topology change.

	ASF4512MP-FLF-EC-00340
	remove output modifier in "show ip arp inspection configuration"

	ASF4512MP-FLF-EC-00293
	ProtoVlan-MIB: The value of dot1vProtocolGroupRowStatus and dot1vProtocolPortRowStatus are emtpy

	ASF4512MP-FLF-EC-00284
	OAM: Show interface brief will display wrong link status after unplugging the utp cable.

	ASF4512MP-FLF-EC-00330
	OAM: [MEF 14CP] DTE must not transmit Remote Stable and Remote Evaluating bits encoded as 0x3.

	ASF4512MP-FLF-EC-00337
	enhance: multicast change using mac table to ip table

	ASF4512MP-FLF-EC-00336
	MVR/MVR6 enhance support"proxy-query-interval" and "source-port-mode" command

	ASF4512MP-FLF-EC-00335
	[LNA-Only] SNMP/LLDP: missing "length" in the variable-length subindex lldpLocManAddr of lldpConfigManAddrTable

	ASF4512MP-FLF-EC-00339
	show reason if the port is shut down by BPDU guard

	ASF4512MP-FLF-EC-00338
	IGMSNP:when dynamic/dummy entry cause table full then static registered group port link up, static group will register fail

	ASF4512MP-FLF-EC-00222
	LLDP: The value of Auto-nego capability in IEEE 802.3 Organizationally Specific TLVs is always 0

	ASF4512MP-FLF-EC-00160
	CFM: The SPC should modify it since not support the ConflictingVIDs error.

	ASF4512MP-FLF-EC-00320
	System: Test overnight, the SNMP-Walk and telnet session always timeout.

	ASF4512MP-FLF-EC-00325
	System: DUT still generates logs as VLAN link-down, topology change and reset Sys-log even; and send out Trap and Log.

	ASF4512MP-FLF-EC-00249
	Diffserv: Can't set specific CoS value for traffic class

	ASF4512MP-FLF-EC-00326
	configuration of synce drop out after switch rebooting.

	ASF4512MP-FLF-EC-00292
	[Port Security] Behavior of port is not expect after type "no port security" command

	ASF4512MP-FLF-EC-00258
	MAC: Total MAC count display wrong value.

	ASF4512MP-FLF-EC-00262
	Port-Trunk: Data flooding with 4port trunk.

	ASF4512MP-FLF-EC-00331
	IPv6-ACL: Some packets that match permit ACE can not be forwarded when this ACL has maximum ACE.

	ASF4512MP-FLF-EC-00260
	SNMPv3: DUT sends out cold start trap when doing v1 & v2 warm start.

	ASF4512MP-FLF-EC-00119
	CLI: The number of loader version not arrange neatly.

	ASF4512MP-FLF-EC-00324
	System: Test ERPS domains for overnight, the IGMP host loss all multicast groups and SNMP-get timeout..

	ASF4512MP-FLF-EC-00311
	LLDP - Show Local Device Info -> System Capabilities fields are blank

	ASF4512MP-FLF-EC-00312
	LLDP - Show Remote Device Info - System Capabilites fields are blank

	ASF4512MP-FLF-EC-00327
	IGMPSNP: Configure IGMPSNP priority before host register, the function is not work.

	ASF4512MP-FLF-EC-00307
	System: Host loss IGMP group as shutdown and no shutdown LACP trunk.

	ASF4512MP-FLF-EC-00288
	Trunk: Web page display empty info in Trunk-->History page.

	ASF4512MP-FLF-EC-00131
	System Fault on high CPU, initial ERPS, CFM configuration

	ASF4512MP-FLF-EC-00310
	missing FTP copy function in web

	ASF4512MP-FLF-EC-00313
	CFM > Show Information > Show Local MEP Details - AIS Period -> missing unit of measure


Runtime V1.0.6.3 ; Loader V1.0.0.5

	ASF4512MP-FLF-EC-00342
	ECS4810-12M Link Issue


Runtime V1.0.6.2 ; Loader V1.0.0.5

	
	Port-channel has problem which may block the port.


Runtime V1.0.6.1 ; Loader V1.0.0.5

	ASF4512MP-FLF-EC-00331
	IPv6-ACL: Some packets that match permit ACE can not be forwarded when this ACL has maximum ACE.


Runtime V1.0.6.0 ; Loader V1.0.0.5

	ASF4512MP-FLF-EC-00243
	ome time port is link down, even partner is linkup after cold or warm reboot

	ASF4512MP-FLF-EC-00121
	Reboot DUT while streaming, CLI print debug message and data can't forwarding

	ASF4512MP-FLF-EC-00276
	SNMP_MAU: ASF4512MP-FLF-EC doesn't support MAU mib.

	ASF4512MP-FLF-EC-00308
	System: Inject unicast and multicast traffic to DUTs, CLI return error sometimes.

	ASF4512MP-FLF-EC-00277
	SNMP_rmon: alarm and event function doesn't work fine.

	ASF4512MP-FLF-EC-00294
	MVR: Multicast date can not be forwarded when join then remove MVR VLAN manually.

	ASF4512MP-FLF-EC-00245
	System: sometime file system has problem after update and reboot, to cause the system failed.

	ASF4512MP-FLF-EC-00214
	Reload: Continuous reload (about 100 times) cause DUT hang up.

	ASF4512MP-FLF-EC-00159
	CFM: The MA creating behavior of CLI not agree with WEB.

	ASF4512MP-FLF-EC-00321
	System: DUT should not send out Trap-even and log to server for overnight.

	ASF4512MP-FLF-EC-00110
	OAM: Remote device start oam remote loopback , ECS481012M still showing loop back fail

	ASF4512MP-FLF-EC-00319
	ISystem: CLI always print Traplog and topology change information.

	ASF4512MP-FLF-EC-00318
	System: CLI return error continuously as create LACP trunk and 255 VLANs on DUT.

	ASF4512MP-FLF-EC-00210
	MVR: MVR VLAN on receiver port can be removed manually.

	ASF4512MP-FLF-EC-00300
	dot1agCfmMepDownTrap description - suggested change

	ASF4512MP-FLF-EC-00290
	VoiceVLAN: Priority of Output Packet Have Not Be Changed

	ASF4512MP-FLF-EC-00306
	the HTTPS certificate is not for ES3510MA

	ASF4512MP-FLF-EC-00305
	lldp protocol block the port of the SMC8126L2

	ASF4512MP-FLF-EC-00281
	Power-save :It seems that if I enter the command fully the status is not indicated.


Runtime V1.0.3.8 ; Loader V1.0.0.5

	ASF4512MP-FLF-EC-00280
	Web: Delete one time-range periodic rule entry, the other rule entries after the delete one won't display.

	ASF4512MP-FLF-EC-00257
	DHCP Snooping: DUT cannot restore the binding entry.

	ASF4512MP-FLF-EC-00233
	NetworkNotice: syslog is incomplete when interface link up/down

	ASF4512MP-FLF-EC-00232
	NetworkNotice: Trunk Link Down/Up handling

	ASF4512MP-FLF-EC-00275
	SNMP_RFC-2618 RadiusAuthClient: radiusAuthClientMalformedAccessResponses

	ASF4512MP-FLF-EC-00156
	DNS Resolver MIB: Get dsnCacheIntAddress, return invalid value

	ASF4512MP-FLF-EC-00166
	Private MIB - fileMgt checkting, get invalid value

	ASF4512MP-FLF-EC-00251
	RSPAN: The mirror function in rspan session 1 doesn't work after creating the 2th rspan session.

	ASF4512MP-FLF-EC-00247
	LACP: LACP performacne

	ASF4512MP-FLF-EC-00286
	IPv6-ACL: IPv6 ACL cann't be bound to the port in egress direction after rebooting.

	ASF4512MP-FLF-EC-00289
	IPv6-ACL: Some packets that match permit ACE can not be forwarded when this ACL has maximum ACE.

	ASF4512MP-FLF-EC-00202
	IGMP-SNP: Create maximum IGMP filter profile with 508 rang entry, the running configuration can't be saved.

	ASF4512MP-FLF-EC-00295
	MVR: Can't removt MVR domain type from port-channel

	ASF4512MP-FLF-EC-00301
	igmp profile loss one profile control table

	ASF4512MP-FLF-EC-00299
	igmpsnp, static group won't be inherited by trunk port

	ASF4512MP-FLF-EC-00248
	RSAPN: The port that is enabled port security can not be set as source or destination port.

	ASF4512MP-FLF-EC-00170
	CLI: Need to add IPv6 address format description in setting DNS&SNTP server.

	ASF4512MP-FLF-EC-00199
	MVR: Default value of Fwarding Priority and Upstream Source IP is wrong on WebUI.

	ASF4512MP-FLF-EC-00237
	MVR: Two errors in MVR Configure Domain web page.

	ASF4512MP-FLF-EC-00201
	MVR: "Expire" and "Count" are wrong when show MVR member from WebUI.

	ASF4512MP-FLF-EC-00303
	[ES3528M_V1.4.14.1] network-access mode mac-authentication can not work on access port

	ASF4512MP-FLF-EC-00298
	The Command of TRTCM should be modified

	ASF4512MP-FLF-EC-00297
	SelectiveQinQ: Behavior is not correct when ingress packets do not match rules on access port.


Runtime V1.0.3.7 ; Loader V1.0.0.5

	ASF4512MP-FLF-EC-00106
	ECS4810-12M : Wrong word ( Failed to remove "untaged" list on port traunk 1)

	ASF4512MP-FLF-EC-00105
	ECS4810-12M switch will hang when I attempted to perfrom snmp walk on craft port.

	ASF4512MP-FLF-EC-00117
	CLI: "access-group" can't be showed when we use "show a + ?" command.

	ASF4512MP-FLF-EC-00128
	If a user disables DHCP on the default vlan interface, it should not inherit the DHCP acquired IP address as a static configu

	ASF4512MP-FLF-EC-00118
	IGMP_SNP_Filter: Get the MIB object igmpSnoopThrottlePortAction, it always is zero.

	ASF4512MP-FLF-EC-00147
	Private MIB-vlanMgt: Doesn't support mac vlan private mib.

	ASF4512MP-FLF-EC-00148
	Private MIB-vlanMgt: Doesn't support subnet VLAN mib.

	ASF4512MP-FLF-EC-00136
	ACL: Behavior of ACL with ToS filtering is worng.

	ASF4512MP-FLF-EC-00038
	[ACL] ACL IP precedence doesn't work.

	ASF4512MP-FLF-EC-00137
	ACE with ToS field doesn't be deleted..

	ASF4512MP-FLF-EC-00134
	ACL: ACE that is deny any any doesn't be deleted when ACL has protocol field ACE.

	ASF4512MP-FLF-EC-00144
	LED: Diagnostic LED is not correct while booting.

	ASF4512MP-FLF-EC-00146
	RFC-2674 qBridge MIB: The value of dot1qNextFreeLocalVlanIndex is always "0"

	ASF4512MP-FLF-EC-00132
	ACL: Behavior of ACL with VID filtering is worng.

	ASF4512MP-FLF-EC-00133
	ACL: Protocol filtering doesn't work

	ASF4512MP-FLF-EC-00130
	Configuring ERPS RPL Owner via the web interface does not apply it to the ECS

	ASF4512MP-FLF-EC-00152
	Cluster: Debug message would be showed when the DUT was joined to active cluster member.

	ASF4512MP-FLF-EC-00154
	Cluster: Cluster active member can not be telnet.

	ASF4512MP-FLF-EC-00103
	[Broadcast storm]Broadcast speed limit

	ASF4512MP-FLF-EC-00113
	Storm: The storm rate always is lower than user setting.

	ASF4512MP-FLF-EC-00173
	PVLAN: After a port join to PVLAN, enable LACP the entry will be changed.

	ASF4512MP-FLF-EC-00129
	use command shutdown on port channel 1 , the system will lock up

	ASF4512MP-FLF-EC-00167
	PVLAN: Enter an error command the setting still take effect.

	ASF4512MP-FLF-EC-00122
	QinQ: DUT can't learn MAC address and DUT would crash.

	ASF4512MP-FLF-EC-00127
	MACs not learned from hosts forwarding traffic. After reboot, MACs learned

	ASF4512MP-FLF-EC-00218
	MIB: MgtIPFilter: mgtIPFilter checking

	ASF4512MP-FLF-EC-00225
	LLDP-MED: Can't enable LLDP-MED notification via CLI and Web.

	ASF4512MP-FLF-EC-00108
	show mvr6 domain 1 members - syntax error

	ASF4512MP-FLF-EC-00198
	IGMP-SNP: Can't display IGMP profile on CLI.

	ASF4512MP-FLF-EC-00204
	IGMP-SNP: Can't configure max-group on port-channel

	ASF4512MP-FLF-EC-00183
	IGMP-SNP: The host timeout value is incorrect

	ASF4512MP-FLF-EC-00200
	MVR: The result of sh mvr members IP address is empty via CLI.

	ASF4512MP-FLF-EC-00206
	MVR: The port does not be removed from MVR VLAN even it became normal port.

	ASF4512MP-FLF-EC-00231
	MAC-based VLAN: The MAC-vlan still forwarded as remove maximum entries.

	ASF4512MP-FLF-EC-00250
	SSHv2: SSH Timeout

	ASF4512MP-FLF-EC-00239
	ProtocolVLAN: Protocol VLAN with type IP is not work properly.

	ASF4512MP-FLF-EC-00236
	MVR: The trunk interface can not be set to MVR source port.

	ASF4512MP-FLF-EC-00240
	ProtovolVLAN-MIB: Can't configure protocol VLAN via dot1v protocol MIB

	ASF4512MP-FLF-EC-00205
	IGMP-SNMP-MIB: Set igmpSnoopCurrentVlanQueryIntvl and igmpSnoopCurrentVlanQueryRespIntvl always reply commitfailed

	ASF4512MP-FLF-EC-00155
	ERPS: Set ERPS domain to "notReady" via SNMP, the ERPS domain will be deleted.

	ASF4512MP-FLF-EC-00111
	correction to grammar - show lldp info remote-device

	ASF4512MP-FLF-EC-00162
	IPv6-AddressConfig: IPv6 MTU can not be set via CLI or WebUI.

	ASF4512MP-FLF-EC-00163
	IPv6-AddressConfig: IPv6 nd reachable-time can not be set.

	ASF4512MP-FLF-EC-00267
	ICMP Statistics: ICMP sent  destination unreachable messages

	ASF4512MP-FLF-EC-00263
	PortTrunk: Can change load balance mode via CLI.

	ASF4512MP-FLF-EC-00234
	Dynamic Provision: DUT fail to get bootfile as use vendor-class ID TO GET IP.

	ASF4512MP-FLF-EC-00268
	SNMP_TCP: tcpConnTable is no use.

	ASF4512MP-FLF-EC-00269
	SNMP_TCP: tcpRetransSegs is no use.

	ASF4512MP-FLF-EC-00278
	SNMP_qBridgeMIB: dot1qNextFreeLocalVlanIndex is no use.

	ASF4512MP-FLF-EC-00124
	STP-BPDUGuard: The Guard should not enabled as auto-edge enabling.

	ASF4512MP-FLF-EC-00126
	STP-LoopDetection: The release mode not display in interface.

	ASF4512MP-FLF-EC-00228
	CFM: MIP not forward some CFM frames with lower level to other ports.

	ASF4512MP-FLF-EC-00227
	CFM: MIP not forward some CFM frames with same level to other ports.

	ASF4512MP-FLF-EC-00123
	STP-AutoEdge: Enable auto-edge, the operation status always is disabled.

	ASF4512MP-FLF-EC-00120
	STP-AutoEdge: Enable auto-edge, the operation status always is disabled.

	ASF4512MP-FLF-EC-00164
	Diffserv: Configuration disappear after reboot.

	ASF4512MP-FLF-EC-00186
	IPv6-ACL: ACE with DSCP filtering can not work.

	ASF4512MP-FLF-EC-00259
	RateLimit: Rate limit on trunk interface can not be configured via WebUI.

	ASF4512MP-FLF-EC-00188
	IPv6-ACL: Packets that match the second host ACE don't be forwarded.

	ASF4512MP-FLF-EC-00172
	PVLAN: (Web) Can't delete multiple entry via web

	ASF4512MP-FLF-EC-00221
	LLDP: Can't enable Port Description/System Capabilities/System Description/System Name TLV on web

	ASF4512MP-FLF-EC-00224
	LLDP-MED: Please remove MED extended power TLV on web UI.

	ASF4512MP-FLF-EC-00138
	ACL: Only 909 ACEs can be created.

	ASF4512MP-FLF-EC-00149
	ACL: time-range, next-header and DSCP configuration in IPv6 ACL would disappear after rebooting.

	ASF4512MP-FLF-EC-00270
	IEEE-8021PAE MIB: dot1xPaePortInitialize

	ASF4512MP-FLF-EC-00230
	MAC-based VLAN: Create maximum entries, DUT return error message.

	ASF4512MP-FLF-EC-00252
	Diffserv: Can't modify calss-map via web if create over 125 class-map.

	ASF4512MP-FLF-EC-00109
	Web: the web page is incorrect in multicast->IGMP Snooping->Interface

	ASF4512MP-FLF-EC-00178
	IPSubnet-basedVLAN: The ping session timeout as enable the IPSubnet-based VLAN.

	ASF4512MP-FLF-EC-00135
	Web: add new web help page

	ASF4512MP-FLF-EC-00179
	IPSubnet-basedVLAN: CLI should display port configuration information.

	ASF4512MP-FLF-EC-00150
	MSTP: Get the MIB object xstInstancePortPathCost, it always is zero.

	ASF4512MP-FLF-EC-00181
	IPSubnet-basedVLAN: Create maximum entries, DUT handled and ping session timeout.

	ASF4512MP-FLF-EC-00209
	CFM: DUT return the error message as receive stack VLAN CCM.

	ASF4512MP-FLF-EC-00139
	ACL: It's failed to configure more than on absolute rule in one time range.

	ASF4512MP-FLF-EC-00182
	IPSubnet-basedVLAN: DUT not reject the invalid address and mask setting.

	ASF4512MP-FLF-EC-00213
	NetworkMonitor: Bridge-MIB get invalid value

	ASF4512MP-FLF-EC-00256
	IP Source-guard: DUT not discard the non-security traffic as dynamic entry aging.

	ASF4512MP-FLF-EC-00212
	RMON MIB: Get probeDateTime, but return invalid value

	ASF4512MP-FLF-EC-00272
	TrapMgmt: Send LinkDown notification first when the port is up

	ASF4512MP-FLF-EC-00271
	TrapMgmt: Linkup traps send twice from one port

	ASF4512MP-FLF-EC-00180
	ATC: Precise value of rate control is not good.

	ASF4512MP-FLF-EC-00219
	MAC-Mirror: Please add MAC-based mirror MIB.

	ASF4512MP-FLF-EC-00211
	VLAN-Mirror: Can't read VLAN mirror status via MIB.

	ASF4512MP-FLF-EC-00151
	MIB: Private MIB compile error

	ASF4512MP-FLF-EC-00116
	Storm: Get the MIB object unknownUcastStormPktRate, it always is zero.

	ASF4512MP-FLF-EC-00115
	Storm: Get the MIB object bcastStormPktRate, it always is zero.

	ASF4512MP-FLF-EC-00114
	Storm: Get the MIB object mcastStormPktRate, it always is zero.

	ASF4512MP-FLF-EC-00107
	ECS4810-12M  CVLAN tag is not being preserved outbound on the CVLAN (access) interface on the ECS4810-12M

	ASF4512MP-FLF-EC-00104
	ECS4810-12M Q-in-Q doesn't work correctly

	ASF4512MP-FLF-EC-00125
	STP-LoopDetection: The forwarding status not changed as defect BPDU looping.

	ASF4512MP-FLF-EC-00203
	CLI: Continuous login fail cause console lock.

	ASF4512MP-FLF-EC-00177
	ATC: OID of all ATC traps is wrong.

	ASF4512MP-FLF-EC-00241
	Voice VLAN: DUT should not learn the OUI MAC as change to LLDP rule.

	ASF4512MP-FLF-EC-00223
	LLDP-MIB: Set lldpPortConfigTLVsTxEnable to 0xF0, but TLVs doesn't enable.

	ASF4512MP-FLF-EC-00194
	CFM: DUT should not defect the error as global disable the CFM.

	ASF4512MP-FLF-EC-00196
	CFM: DUT should not send out the fault-alarm Trap as global disable the CFM.

	ASF4512MP-FLF-EC-00161
	IPv6-AddressConfig: Disable IPv6 explicitly from WebUI would pop "Data is invalid" window.

	ASF4512MP-FLF-EC-00184
	IPv6-ACL: There are no source IPv6 address items to set via WebUI.

	ASF4512MP-FLF-EC-00215
	MIB: MgIPFilter-Management IP filter for HTTP client

	ASF4512MP-FLF-EC-00216
	MIB: MgIPFilter-Management IP filter for Telnet client

	ASF4512MP-FLF-EC-00217
	MIB: MgIPFilter-Management IP Filter for SNMP Client

	ASF4512MP-FLF-EC-00273
	STDMIB: ifOperStatus shows 7: lowerLayerDown when port is down(shutdown or no link)

	ASF4512MP-FLF-EC-00264
	SNMP: The function of ifInDiscards doesn't work.

	ASF4512MP-FLF-EC-00140
	QoS: Traffic with high drop precedence but not drop first.

	ASF4512MP-FLF-EC-00157
	DNS: Type ESC to abort DNS resolve operation failed

	ASF4512MP-FLF-EC-00253
	PortMirror: Packets lost would occur when one high speed port monitor multiple low speed ports.

	ASF4512MP-FLF-EC-00030
	SFP can not linkup

	ASF4512MP-FLF-EC-00169
	DelayReload, the system can't detect specific time very well

	ASF4512MP-FLF-EC-00171
	DealyReload, the system can't detect the correct time settings

	ASF4512MP-FLF-EC-00185
	IPv6-ACL: Range of destination IPv6 address prefix-length shall be pointed out.

	ASF4512MP-FLF-EC-00158
	CFM: The domain index range is incorrect.

	ASF4512MP-FLF-EC-00142
	ACL: Rules in one time-range can exceed 8 entries via WebUI.

	ASF4512MP-FLF-EC-00165
	SNMP-MIB: The CFM trap not define in MIB object "ecs4810-12mTrapsPrefix".

	ASF4512MP-FLF-EC-00175
	CFM: DUT not defect the Xcon as receive lower level CCM.

	ASF4512MP-FLF-EC-00229
	CFM: Use new standard CFM MIB not get any value from DUT.

	ASF4512MP-FLF-EC-00244
	CFM: DUT lose the CFM trunk configuration after save running configuration

	ASF4512MP-FLF-EC-00176
	CFM: DUT not defect the remoted miss as not receive all.

	ASF4512MP-FLF-EC-00190
	CFM: Receive RDI CCM, DUT not defect the RDI error.

	ASF4512MP-FLF-EC-00191
	CFM: When the MACStatus defected and receive one interface TLV with Up, DUT not clear the error.

	ASF4512MP-FLF-EC-00192
	CFM: The MACStatus should not defected unless all remoted CCM with Interface down.

	ASF4512MP-FLF-EC-00193
	CFM: When DUT defect the remoted and receive RDI CCM from same MEP, the remoted defection not change to RDI.

	ASF4512MP-FLF-EC-00197
	CFM: When DUT defect the MACStatus and receive same CCM with RDI and port Up, DUT not change to RDI defection.

	ASF4512MP-FLF-EC-00207
	CFM: DUT not send out the MA-UP Trap as receive all MEPs with MAC-status Up.

	ASF4512MP-FLF-EC-00261
	Banner: Can't display login banner.

	ASF4512MP-FLF-EC-00242
	IPv6-AddressConfig: DHCPv6 solict can not be sent when enabled/disabled IPv6 address autoconfig repeatedly.

	ASF4512MP-FLF-EC-00235
	IPv6-AddressConfig: The system only accepts 15 prefix option in one RA.

	ASF4512MP-FLF-EC-00143
	IP fails to reach beyond default gateway after moving IP address from craft interface to default vlan


Runtime V1.0.3.4 ; Loader V1.0.0.4

	ASF4512MP-FLF-EC-00101
	[Trunk] join port to a trunk will display error message

	ASF4512MP-FLF-EC-00100
	Enhancement: add sflow function


Runtime V1.0.3.3 ; Loader V1.0.0.4

	ASF4512MP-FLF-EC-00068
	WebUI: add counter(VLAN, history), Trunk algorithm selection

	ASF4512MP-FLF-EC-00081
	WebUI: add transceiver(include DDM)

	ASF4512MP-FLF-EC-00083
	corrections to grammar on web

	ASF4512MP-FLF-EC-00069
	QoS: bind one meter on a port but it will take effect for system

	ASF4512MP-FLF-EC-00080
	QoS: get-walk from diffservPortTable will fail

	ASF4512MP-FLF-EC-00061
	QoS: Fail to set  "qos map dscp-mutation"

	ASF4512MP-FLF-EC-00071
	shared memory overlay stack memory, cause some functions crash

	ASF4512MP-FLF-EC-00043
	add CLI command to setup algorithm for trunk by Poncat capability

	ASF4512MP-FLF-EC-00070
	ERPS: traffic recover too slow when port link up at 1000M

	ASF4512MP-FLF-EC-00072
	DIAG: shall not link core layer lib

	ASF4512MP-FLF-EC-00073
	spelling correction - show mvr domain member

	ASF4512MP-FLF-EC-00089
	[Loader] Need to modify loader so that Trace32 can attach

	ASF4512MP-FLF-EC-00090
	[enhance] STP: add block & shutdown functions in STP

	ASF4512MP-FLF-EC-00085
	IEEE: adjust register in 100 Mbps & 10 Mbps for VOD and harmonic

	ASF4512MP-FLF-EC-00091
	mvr/mvr6 profile support multiple range

	ASF4512MP-FLF-EC-00095
	MVR support pxoy-switching

	ASF4512MP-FLF-EC-00096
	EPRs linkdown forwading port won't notify igv3snp cause igmpsnp mvr vlan interface down

	ASF4512MP-FLF-EC-00094
	Web: update new web help files

	ASF4512MP-FLF-EC-00046
	Change L2 MAC table size from 8K to 16K

	ASF4512MP-FLF-EC-00087
	OAM: Timing issue for entering remote loopback mode with testcenter.

	ASF4512MP-FLF-EC-00012
	WebUI add G.8032, OAM & CFM function and web pages

	ASF4512MP-FLF-EC-00007
	Modify stktplg for ASF4512MP R0A board

	ASF4512MP-FLF-EC-00021
	There have error messages in system startup

	ASF4512MP-FLF-EC-00098
	Cable diagnostics problem of Pair A & Pair B

	ASF4512MP-FLF-EC-00093
	CPU Tx/Rx packets via SDMA mode instead of MII mode

	ASF4512MP-FLF-EC-00044
	port status is sometimes incorrect: MAC is down and PHY is up.

	ASF4512MP-FLF-EC-00017
	Add 15 minutes and 1 day counter function

	ASF4512MP-FLF-EC-00011
	Add counter per VLAN function

	ASF4512MP-FLF-EC-00084
	loader: smi command work abnormal

	ASF4512MP-FLF-EC-00016
	802.3ah support both CO and CPE modes

	ASF4512MP-FLF-EC-00041
	(CFM)To support unique ma name per domain/frame delay variation.

	ASF4512MP-FLF-EC-00088
	CFM: Use CPU MAC for up MEP.

	ASF4512MP-FLF-EC-00010
	Detect power AC <-> DC switching and send trap

	ASF4512MP-FLF-EC-00014
	DDM can setup threshold and send trap, and can setup in MIB

	ASF4512MP-FLF-EC-00024
	Add alarm function

	ASF4512MP-FLF-EC-00092
	Add diagnostic functions

	ASF4512MP-FLF-EC-00099
	DDM: when alarm & warning status is gone and back to normal, DDM should send trap to notice


Runtime V1.0.2.2 ; Loader V1.0.0.1
	ASF4512MP-FLF-EC-00060
	GVRP: Let GVRP PDU flood when GVRP is disable

	ASF4512MP-FLF-EC-00064
	enhance: subnet vlan per port bind

	ASF4512MP-FLF-EC-00065
	Enhancement: VLAN behavior consistency

	ASF4512MP-FLF-EC-00062
	WebUI: web show queue weight is incorrect for value 255

	ASF4512MP-FLF-EC-00063
	WebUI: add new QoS function to web

	ASF4512MP-FLF-EC-00013
	WebUI modify MVR function and web pages

	ASF4512MP-FLF-EC-00067
	SNMP: Trap packets could not been sent via craft port (management port)

	ASF4512MP-FLF-EC-00066
	AutoNeg: cannot enable autoneg on trunk from CLI

	ASF4512MP-FLF-EC-00042
	add one rule to remap IEEE 1588 packet to highest queue when CLI command enable

	ASF4512MP-FLF-EC-00059
	ClassMap: CLI show failed if input match cos 0 after match vlan 1001 in a class-map

	ASF4512MP-FLF-EC-00057
	Enhance: enlarge chip queue size

	ASF4512MP-FLF-EC-00058
	QueueMode; queue mode will be wrong after config queue weight

	ASF4512MP-FLF-EC-00047
	mvr associated-profile & mvr domain associate-profile

	ASF4512MP-FLF-EC-00056
	QOS: Check rule resource for qos is incorrect

	ASF4512MP-FLF-EC-00055
	Trunk : "Trunk Load Balance Mode: Source MAC address" doesn't work.

	ASF4512MP-FLF-EC-00051
	Save running configure has problem for qos map phb-queue

	ASF4512MP-FLF-EC-00052
	EgressRateLimit: output rate of two ports might be different when they have identical egress rate limit config

	ASF4512MP-FLF-EC-00039
	(Duplicate ASF4626BA-FLF-VE-00013)[ACL] If a ACL binding MAC conflicts with another ACL binding IP, DUT shall  obey the ACL b

	ASF4512MP-FLF-EC-00053
	ClassMap: no match cos and no match source-port is not working

	ASF4512MP-FLF-EC-00050
	ACL: port add ip standard rule, but it can not show up

	ASF4512MP-FLF-EC-00036
	[Port Mirror] If it uses one port to monitor both receiving of two ports, the monitoring result should be about 50% for each

	ASF4512MP-FLF-EC-00049
	mvr group entry and igmp snp dynamic entry in same group exist at same time

	ASF4512MP-FLF-EC-00018
	Modify function for bundle rate limit

	ASF4512MP-FLF-EC-00040
	[ProtocolVlan] protocol-vlan vlan priority shall be from 0 to 7

	ASF4512MP-FLF-EC-00023
	ACL configuration have error messages

	ASF4512MP-FLF-EC-00037
	[ACL] DUT shows debug message when a ACL rule binds to a port.

	ASF4512MP-FLF-EC-00045
	igmpsnp and mvr statistics without output counter

	ASF4512MP-FLF-EC-00034
	[Port Security] The port shall be able to learn the MAC addresses as Port Security MAC until the Max-Mac-Count is reached.

	ASF4512MP-FLF-EC-00026
	[Protocol Vlan] Set protocol protocol on port, it causes DUT exception.

	ASF4512MP-FLF-EC-00035
	[Port Security] If Max-Mac-Count configures to zero, it shall make Port Security function to be disabled.

	ASF4512MP-FLF-EC-00025
	[IGMPSNP] If it changes Vlan state to "suspend" and "no ip igmp snooping", DUT will be hang-up.

	ASF4512MP-FLF-EC-00033
	(ST-0085)[Cfg Mgmt] - Copy and paste the message of .cfg file's content to CLI, the CLI of serial had been freezed.

	ASF4512MP-FLF-EC-00005
	WRR queue weight can not be any order

	ASF4512MP-FLF-EC-00015
	Modify ingress rate limit to 2 stage for PonCat

	ASF4512MP-FLF-EC-00020
	Cos setting has error message

	ASF4512MP-FLF-EC-00019
	trunk port can not do MAC learning

	ASF4512MP-FLF-EC-00006
	Update uboot code for ASF4512MP

	ASF4512MP-FLF-EC-00028
	ARP cannot be switched.

	ASF4512MP-FLF-EC-00003
	Implement MVR new features

	ASF4512MP-FLF-EC-00022
	strict+WRR setting cause system crash.

	ASF4512MP-FLF-EC-00031
	[Flow Control] DUT sends Pause frames out, even if traffic loading isn't overload.

	ASF4512MP-FLF-EC-00008
	Add dying gasp function

	ASF4512MP-FLF-EC-00054
	Add Sync-E function


	Known Issue

	


Any other problems than those listed above should be reported to our Technical Support Staff.

Known RESTRICITIONS AND Limitations:
	1. Vlan trunking can be supported on all ports.  The manual is incorrect on “VLAN trunking can only be enabled on Gigabit Ethernet port or trunks”

	2. VLAN mirroring or MAC-based mirroring can not coexist with Port mirroring.  While VLAN mirroring and MAC-based mirroring can be coexisted, but they must use the same target port.

	3. MAC Chip limit: unicast, multicast, broadcast and storm control all use one same threshold, although each one can enable/disable independent.  If user need to use different threshold for each one, he must use rule (diffserv) to do it.

	4. PHY chip limit: Cable Test on Power Saving is highly inaccurate.  If you want to get accurate cable test, please turn off power saving mode first.

	5. PHY chip limit: GE port can do cable diagnostic in linkup, but FE & GE ports can only do cable diagnostic in linkdown without partner 

	6. PHY chip limit: Power saving (green Ethernet) is work for GE port only.

	7. MAC chip limit: There is no HW loopback detection without STP (loop-free detection)

	8. MAC chip limit: Can not support multiple uplink ports on one session

	9. No mac-learning command for CLI and webUI, the manual is incorrect.

	10. As per MVL FAE advice - AlleyCat2/PonCat2 chip limitation...
When CCFC (cross-chip-flow-control) is enabled, CCFC doesn’t support to pause ingress stream of trunk port
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